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The New York State Office of the Medicaid Inspector General (“OMIG”) recently issued new Compliance Program Review Guidance (as hereafter referred to as, “the Guidance”) for Medicaid providers who are required to adopt and implement effective compliance programs (hereafter, “required providers”) as a condition of enrollment in the Medicaid program. Required providers must certify annually each December that they have a compliance program in place that covers the “Eight Elements” all compliance programs must include pursuant to New York State Social Services Law (SSL) §363- d and Title 18 NYCRR Part 521 (“Provider Compliance Programs”). A copy of the Guidance is attached. A review of which Medicaid providers are required providers is discussed in the next section of this memorandum.

The Compliance Program Review Guidance is, to date, the single most comprehensive source of information on what OMIG reviews to assess whether the Eight Elements have been satisfied. For each element, the Guidance uses OMIG’s Compliance Program Self-Assessment Form (attached) to advise required providers how they can satisfy each compliance self-assessment question. Previously, providers had to piece together compliance program guidance from multiple OMIG sources to determine best practices for each element, including webinars, FAQs, and various alerts and updates. Even still, there was considerable uncertainty about what was required to satisfy OMIG on many of the self-assessment questions, and the only way a required provider could be sure what they were doing met the element was by going through an audit. Accordingly, the Guidance not only provides additional clarity but serves as a one-stop source of OMIG compliance program guidance.

We recommend that required providers review the Guidance to determine whether parts of their existing compliance programs should be updated. This review should include a comprehensive review of their written compliance program P&Ps and training and education materials, as well as thoughtful consideration to their actual operations, and whether they are consistent with OMIG’s suggestive practices. Throughout the Guidance, OMIG underscores the importance of having written compliance operations in place as well as evidence that these compliance functions are satisfactorily being carried out. Some of the highlights and key takeaways from the Guidance include:

- **The importance of demonstrating compliance activity:** It is not enough for a provider to have a compliance program that exists in “paper” format only. OMIG suggests in connection with many elements that providers have evidence of systems and efforts used, including use of work plans and logs, routine audits and investigations; plans of action and correction showing correction taken promptly and thoroughly and in a reasonably diligent manner, with corrective action being monitored; examples of overpayments reported and other reports made to OMIG, MCOs, and the Governing Body; corrective action taken, including suspensions and terminations; annual self-assessments of compliance activity to ensure functions are addressing all risk areas; etc. These measures demonstrate that a provider’s compliance program is actively instilling a culture of compliance throughout, and does not simply exist to receive issues once reported, but are active in identifying and preventing new and recurrent issues.

- **Compliance Officer/Designated Employee Roles and Responsibilities:** OMIG’s guidance reflects the importance of ensuring the compliance function is a dedicated role within the organization and not just an empty title. They expect to see resources and time devoted to the role, mention the importance of the CO avoiding conflicts of interest and having regular meetings with the CEO including annual compliance and CO performance assessment, and performing periodic reporting to the governing body, including meeting with the governing body alone
during executive session. They also recommend a “broken line” from the CO to the Governing Body to highlight this reporting obligation. This greater provider awareness of, and involvement in compliance is also evidenced in other compliance guidance issued this year, wherein OMIG clarified that the CEO or senior executive, and not the CO/designated employee, should be the individual who certifies to a compliance program on behalf of a provider.

**Training and education:** OMIG highlights all the aspects that training and education should encompass in great detail, and provides that it must be provided to all affected individuals. They also note that the full P&Ps and employee handbook need not be provided to all affected individuals in hardcopy, but must be made available to them, which could include electronic access. This clarification should alleviate some of the administrative burden associated with this requirement.

- **Affected Individuals:** OMIG adds additional clarity regarding who qualifies as an affected individual and must therefore be subject to a provider’s compliance program and its various requirements, including the requirement that the individual receive periodic training and education on compliance issues, obligations, and expectations. Affected individuals include “interns, volunteers, vendors, and anyone who “contributes to the required provider’s entitlement to payment under Medicaid.”

- **Confidential and Anonymous Reporting:** The Guidance provides some clarity on OMIG’s various reporting requirements, including what is required for communications to be “confidential” and “anonymous”, and what requirements may be streamlined, including that providers may have a single reporting method satisfy anonymous and confidential reporting.

- **OMIG’s Approval Standard:** The fact that there cannot be any “insufficiencies” in any of the eight elements highlights that each and every requirement of the compliance program obligation is important for a required provider to meet the statutory and regulatory requirements around compliance programs.

While the focus of the Guidance is on how providers may satisfy the Eight Elements, the Guidance also includes the following information:

- **Definitions of key terms,** including “affected individuals”, “compliance officer”, “executive”, “governing body”, “insufficiency”, “periodic/periodically”, and “required provider”;

- **Information regarding which individuals affiliated with a required provider are subject to a required provider’s compliance program.** This section identifies what OMIG examines to determine which individuals are “affected individuals” and therefore subject to a required provider’s compliance program;

- **OMIG’s standard of review,** namely, that there must be “no insufficiencies in any of the Eight Elements” for a compliance program to pass review. The term “insufficiency” is not defined in the regulations but is defined in the Guidance as a “failure to meet one or more of the Eight Elements for compliance, or one or more of the requirements under the Eight Elements.” Thus, all it takes is for one requirement of an element to have not been met for OMIG to determine a compliance program is not effective; and finally,

- **Guidance on the Seven Risk Areas that a compliance program must address,** with examples of how each of the seven risk areas may apply to a provider’s compliance functions.

Each section is discussed in more detail below.

The Guidance includes the usual caveats that the advice does not create a substantive or procedural right, is not a substitute for statutory/regulatory requirements, and merely provides suggestions how providers can meet their compliance obligations under the required statute and
regulation. That said, we believe OMIG will use the Compliance Guidance to assess required providers’ compliance programs going forward, and therefore recommend that all required providers review their compliance programs in light of the new guidance to determine whether any insufficiencies exist in their existing compliance programs before they certify this December that their programs meet all statutory and regulatory requirements for compliance programs under NYS law.

More information on the Guidance is set forth below.

I. **Applicability of the Compliance Program Mandate: Who are Required Providers?**

Section 363-d and Part 521 of Title 18 of the NYCRR requires required providers to implement compliance programs to detect and correct payment and billing mistakes and detect/prevent fraudulent and/or wasteful and abusive practices in order to provide Medicaid reimbursed services and submit claims to Medicaid for reimbursement. Required providers include:

- Article 28 providers (e.g., hospitals, D&TCs, clinics, and skilled nursing facilities)
- Article 36 providers (CHHA and LHCSA)
- Article 16 and 31 providers (OASAS and OMH licensed and certified programs); and,
- Any person or provider or affiliate for which Medicaid is or should reasonably be expected to provide a substantial portion of their business operations, which means, the provider either has claimed or reasonably expects to claim $500,000 in Medicaid payments in any consecutive twelve month period.

The last category serves as a catchall, extending the compliance mandate to any Medicaid enrolled provider that claims or reasonably expects to claim $500,000 in a twelve-month period (as may be hereafter referred to as “the $500,000 standard”). Thus, required providers can include pharmacy providers and drug manufacturers, DME suppliers, primary care practitioners, surgical specialists, and assisted living program (ALP) providers, or any Medicaid provider not otherwise named but who meets the $500,000 standard.

Providers that operate multiple programs that are each subject to the compliance mandate must have effective compliance programs in place for all of their programs. Thus, in the example of the ALP, if an ALP operator operates a LHCSA to provide services to the residents of the ALP, that provider will need a compliance program for the LHCSA because it is an Article 36 licensed

---

1 18 NYCRR 521.2(b) defines “substantial portion” of business operations as any of the following:

(1) when a person, provider or affiliate claims or orders, or has claimed or has ordered, or should be reasonably expected to claim or order at least five hundred thousand dollars ($500,000) in any consecutive twelve-month period from the medical assistance program;
(2) when a person, provider or affiliate receives or has received, or should be reasonably expected to receive at least five hundred thousand dollars ($500,000) in any consecutive twelve-month period directly or indirectly from the medical assistance program; or
(3) when a person, provider or affiliate who submits or has submitted claims for care, services, or supplies to the medical assistance program on behalf of another person or persons in the aggregate of at least five hundred thousand dollars ($500,000) in any consecutive twelve-month period.
entity, and will also need compliance program for the ALP, assuming the ALP meets the $500,000 standard.

Required providers are required to certify in December of each year that they have adopted, implemented and maintain an effective compliance program that meets all of the requirements of the statute and regulation. This certification must be completed at the OMIG website during the month of December once the certification link becomes active. Certifications not completed during the month of December technically do not count as a valid certification. Under 18 NYCRR Part 521, the requirement to have an effective compliance program is an express requirement of a provider’s ability to bill Medicaid and remain an enrolled provider. OMIG takes the requirement seriously and regularly audits providers to review written compliance program materials (referred to as a “desk audit”) and will also make unannounced site visits to assess whether a provider’s written program is actually operational.

II. Overview of the OMIG Compliance Review Guidance

1. Definitions

The first section of the Guidance includes definitions of various key terms. These terms are used throughout the Guidance to identify which individuals are being referred to by OMIG when it addresses responsibilities for various compliance functions under the Eight Elements. Many of these terms are defined by existing regulations or other sub-regulatory compliance guidance. However, the definitions of “affected individuals”, “insufficiency” and “period/periodically” do appear to offer new insight and provide clarification into the scope and breadth of certain compliance expectations.

- **Affected Individuals:**
  o Includes all employees, appointees, executives, governing body members, and any person or affiliate who is involved in any way with the required provider, such that the person or affiliate contributes to the required provider’s entitlement to payment under the Medical Assistance Program. Examples of affected individuals includes independent contractors, interns, students, volunteers, and vendors. Individuals who are at least 5 percent owners of the Required Provider shall be considered persons associated with the Required Provider.

- **Compliance Officer:**
  o Refers to the employee vested with responsibility for the day-to-day operation of the compliance program that is required under SSL 363-d subsection 2(b) and 18 NYCRR 521.3 (c) (2).

- **Executive:**
  o Any member of senior management staff regardless of specific title.

- **Governing Body:**
  o In a corporate entity, this is the board of trustees, board of directors, or similar body regardless of the name used. In a partnership entity, this is the partner or partners who are responsible for making policy determinations for the partnership (i.e., not necessarily the day-to-day management of the partnership). And for required providers that are not corporations, partnerships, or government entities (e.g., sole proprietors), the Governing Body is the owner(s) of the required provider.
• **Insufficiency:**
  o Failure to meet one or more of the Eight Elements for compliance, or one or more of the requirements under the Eight Elements.

• **Period/Periodically:**
  o A regular interval which is no less frequently than annually, but the context may require a more frequent interval.

2. **Who is Subject to Required Provider’s Compliance Program?**

A required provider’s compliance program must apply to “all affected individuals”. As noted in the definitions section, “all affected individuals” of a provider includes all employees, executives, governing body members, and any individual who contributes to the provider’s ability to earn and receive Medicaid payments. OMIG provides as examples of affected individuals, independent contractors, interns, students, volunteers, and vendors, and adds that “any individual who contributes to the provider’s entitlement to Medicaid payment is subject to the requirements of the compliance program.” With this new standard, OMIG is taking a broad stance on which individuals are subject to a provider’s compliance program requirements, though imposing some long-assumed rationality regarding how far the connection extended.

Best practice has long been for a provider to extend their compliance program to independent contractors and other affiliates and treat such parties as “affected individuals” under the regulations. The Guidance confirms this is required and, consistent with prior guidance, confirms that “affected individuals” includes only those contractors that have a nexus to the provider’s ability to earn and receive Medicaid payments are subject to compliance program expectations. Thus, contractors such as a landscapers, water delivery people, etc., are not subject to a required provider’s compliance program. Required providers should ensure their policies and procedures (hereafter, “P&Ps”) and compliance programs apply to all individuals included in this definition, including those students, interns, volunteers and vendors who contribute to their ability to earn and receive Medicaid payments, and ensure that such individuals receive education and training on the compliance program to the same extent as other affected individuals.

Additional information from the Guidance on what OMIG considers when determining who is in fact an “affected individual”, and thereby subject to a provider’s compliance program, includes:

- Individuals receiving 1099 forms are considered independent contractors. However, this does not necessarily mean all independent contractors are affected individuals, noting that landscaping and maintenance companies, or others who have no involvement in delivery of or billing for Medicaid care, services, or supplies, are not affected individuals subject to the provider’s compliance program.
- OMIG notes that most required providers have at least some affected individuals beyond their employees and governing body.
- Corporations, partnerships, or government entities typically maintain a control function that is above the Executive level of the organization. For the purposes of the Guidance, this control function is referred to as the Governing Body.
- In Sole proprietorships, OMIG will look to the owner(s) of the required provider as the Governing Body.
3. **General Statement of Compliance and OMIG’s Compliance Standard**

The Guidance includes a general statement from OMIG about what a compliance program needs to “satisfactorily” meet requirements under SSL 363-d and Part 521. This statement provides that a compliance program must:

- be appropriate to the required provider’s characteristics;
- meet all the requirements of the Eight Elements;
- apply to each of the Seven Areas;
- be implemented; and
- produce results that can be reasonably expected of an operating compliance program that meets the Eight Elements and applies to the Seven Areas.

Regarding appropriateness based on “characteristics”, the Guidance refers to Section 363-d, which states the longstanding statutory standard that a compliance program should “… reflect a provider’s size, complexity, resources, and culture.” In other words, OMIG provides flexibility and will not hold smaller providers to the same standards as larger, more sophisticated entities.

The Guidance also states that OMIG’s standard for determining that a compliance program “satisfactorily” meets all required statutory and regulatory requirements is that “there must be no insufficiencies in any of the Eight Elements and the compliance program must be operating relative to each of the Seven Areas”. This means every requirement of the Eight Elements must be met to OMIG’s satisfaction for it to determine the compliance program meets requirements.

4. **Eight Elements**

An effective compliance program must include the Eight Elements set forth in statute and codified in regulations at 18 NYCRR §521.3(c). Most of the Guidance addresses OMIG’s expectations regarding compliance with the Eight Elements and ways providers can meet their requirements. The Guidance separates each element into its own section. For each element, the Guidance identifies the following:

- the applicable regulatory citation for the element
- OMIG provider compliance self-assessment quested used to assess compliance with that element
- guidance from OMIG how required providers can satisfy each element and each self-assessment question to help assure they are satisfactorily meeting the element’s requirements;
- minimum requirements that must be present to satisfy the element; and
- any additional considerations related to compliance with that element offered by OMIG.

Guidance provided by OMIG for each element is summarized below.

❖ **Element 1: Written Policies and Procedures**

**Minimum Requirements**: The Guidance notes that all policies and procedures (P&Ps) must be in writing, and there must be evidence that they are in effect, which may be demonstrated through:

(1) approval or adoption by the governing body or leadership group (e.g., CEO or COO);
(2) evidence that the compliance plan and related P&Ps have been implemented and are known by all affected individuals; and, (3) evidence that action is being taken consistent with the terms of the policies and procedures.

**Provider Self-Assessment Questions and OMIG Guidance:**

1.1 Written policies and procedures in effect that describe compliance expectations as embodied in a code of conduct or code of ethics.

- OMIG provides that Compliance expectations in the P&Ps must include statements that the: (1) required provider and all affected individuals will, at all times, act in a way to meet the requirements of the mandatory compliance program law and regulation; or (2) the required provider expects to conduct business in a manner that supports integrity in operations. Compliance expectations must also include statements that conduct contrary to this expectation will be considered a violation of the compliance program, and related policies and procedures.
- OMIG notes that a code of conduct or code of ethics is preferred, but not necessary, if policies and procedures are complete.

1.2 Written policies and procedures in effect that implement the operation of the compliance program.

- OMIG notes that evidence that the compliance program is actually operating may include one or more of the following, but is not limited to: (1) the required provider and all Affected Individuals act in a way to meet the requirements of the mandatory compliance program law and regulation; (2) the written policies and procedures have been distributed to all Affected Individuals.
- OMIG provides new clarity as to what qualifies as distribution of the P&Ps, noting distribution may consist of handing out a hard copy; a hard copy being made available in a public area; or a digital copy being made available on an intranet or Internet. Thus providers need not provide an entire hard copy of the P&Ps to all affected individuals, but must simply make the P&Ps “sufficiently available” to review to comply with this requirement.
- OMIG underscores that reporters of compliance issues must have a clear path to report issues to appropriate compliance personnel. It is acceptable for the Required Provider to use a hotline.

1.3 Written policies and procedures in effect that provide guidance to all Affected Individuals on dealing with potential compliance issues.

- OMIG does not provide guidance here, noting that specific guidance on dealing with potential compliance issues is covered in other areas of the Guidance. OMIG simply reiterates here that the P&Ps identified in connection with Element 1 (1.1, 1.2, 4.1, and 7.1) must be applicable to all categories of Affected Individuals.

4.1 Written policies and procedures in effect that identify how to communicate compliance issues to appropriate compliance personnel.

- OMIG notes that the written policies and procedures must identify the appropriate compliance personnel to receive compliance issues. According to OMIG, this individual need not be the chief Compliance Officer, but must be compliance personnel to meet this requirement. Notably, policies and procedures can include direction to report to supervisors and management as long as there is also a requirement for supervisors and management to report issues to appropriate compliance personnel.
- OMIG underscores that reporters of compliance issues must have a clear path to report issues to appropriate compliance personnel. It is acceptable for the Required Provider to use a hotline.
service as long as reports from the hotline service are not filtered and are provided directly to appropriate compliance personnel. The Required Provider is responsible to ensure that the vendor does not have a conflict of interest related to the provision of such services.

- OMIG provides that it is acceptable for the Required Provider to use a drop box for communication as long as the drop box is used to report compliance issues, and is monitored and controlled exclusively by appropriate compliance personnel. OMIG also mentions that it is ok for the reporting methods to vary for different categories of affected individuals. In such instances, the P&Ps of the compliance program should identify how each category of Affected Individuals can communicate to appropriate compliance personnel.

7.1 Written policies and procedures in effect on how potential compliance problems are investigated and resolved.

- OMIG provides that the compliance program’s P&Ps must include a written commitment to investigate potential compliance problems and resolve confirmed compliance problems. Examples of activities for the investigation of potential compliance problems may include but are not limited to: (1) identification of the investigator (2) how the investigation will be conducted (e.g., interviews, documentation reviews, and root cause analyses) and (3) documenting results.

- OMIG advises that it is permissible for investigations to be conducted by people outside of the compliance function, but if this occurs, the results of the investigation must be shared with appropriate compliance personnel. OMIG also notes that the results of the investigations should not be filtered by someone outside of the compliance function.

- OMIG advises required providers to identify the investigative steps from start to finish and sufficiently detail the results of investigations and analyses to identify who the participants are and who may be “encouraging, directing, facilitating, or permitting non-compliant behavior.”

- Regarding the written commitment to resolve confirmed compliance issues, OMIG notes that examples of activities for the resolution of confirmed compliance problems may include but are not limited to: (1) implementation of plans of correction; (2) reporting results to the chief executive and Governing Body (3) monitoring the effectiveness of implemented plans of correction; or (4) updating, correcting, or modifying policies, procedures, and business practices.

**Element 2: Designate an employee vested with responsibility**

**Minimum Requirements:** None provided.

**Provider Self-Assessment Questions and OMIG Guidance:**

2.1 Designate an employee that is vested with responsibility for the day-to-day operation of the compliance program.

- OMIG’s guidance for this question relates to determining whether the individual vested with compliance responsibility is in fact an employee of the provider. OMIG will consider anyone an employee who qualifies as an employee for NYS or federal employment tax purposes. In addition, it notes two tests to determine if the individual is an employee: if the individual is a “W2-employee”, and/or “other objective, non-contractual obligations that determine employment status”.

- Who qualifies as an employee within wholly/not-wholly owned subsidiaries and holding companies: OMIG refers to Compliance Guidance 2015-02 “Mandatory Compliance Program Requirement: Holding Company and Joint Venture Structures Employee Vested with Responsibility for Day-to-Day Operation of the Compliance Program”, for providers that are part of a multi-provider system or holding company structure.

- Evidence that an employee has been vested with day-to-day responsibility of the compliance program: OMIG provides evidence of this may include: (1) resolution/minutes from the governing
body evidencing the appointment of the employee and compliance-related duties and responsibilities; (2) letter of appointment for the employee; (3) job description and/or performance plan that includes day-to-day operational responsibility and management of the compliance program; (4) management organization charts; (5) communications to those covered by the compliance program; or (6) compliance plan document or other policies and procedures that describe compliance related duties and responsibilities.

- Consistency across all documented evidence: OMIG notes the evidence must be consistent and clear which individual is vested with the day-to-day responsibility of the compliance program.
- OMIG recommends (but does not require), that the designated employee not be in the legal or financial departments due to the potential for a conflict of interest.
- OMIG provides specific examples of what constitutes “day-to-day” operation of a compliance program in 2.3 below.

2.2 Are the designated employee’s (referred to in 2.1) duties related solely to compliance?

- OMIG reviews the designated employee’s (1) job description(s) and/or performance plan(s), and (2) the provider’s organizational charts to assess the designated employee’s duties and identify his or her areas of responsibility.
- OMIG notes that informal job descriptions may also be provided to demonstrate job duties related to compliance, as long as the job duties are in writing.
- OMIG notes it is permissible for the designated employee to have multiple job descriptions and additional responsibilities outside of the compliance function. However, they recommend that the designated employee should not be in the legal or financial departments due to potential conflict of interest. Regardless, OMIG provides that it will review the designated employee’s responsibilities to determine whether a conflict of interest exists between the compliance duties and the non-compliance related duties. Per the Guidance, concerns exist if the other duties involve work in departments that have potential compliance risk areas and/or create potential conflicts of interest, such as billing and payment obligations; or quality management.

2.3 Are the compliance responsibilities satisfactorily carried out?

- OMIG provides that evidence that compliance responsibilities are satisfactorily carried out must exist, and may include:
  - (1) evidence from the required provider’s own assessment of whether the activities are being satisfactorily carried out: including evidence of a compliance work plan and resulting logs, reports, and risk analyses; (2) annual self-assessment of the compliance program and related policies and procedures, and risk analyses; (3) completion of the annual SSL and/or DRA certification(s) on OMIG’s web site; (4) evidence of initial and Periodic compliance training for all Affected Individuals; and (5) completion of investigations, including implementation and monitoring of plans of correction, for compliance issues.
  - (2) objective evidence: OMIG looks for objective, regular analysis of compliance functions undertaken by the CO, and if performance is being assessed and rated. This should be reflected in the annual performance plans done by the person(s) to whom the CO reports.
  - (3) designated employee’s time on non-compliance matters: If the CO performs additional functions, OMIG will look for evidence that any non-compliance duties allow for sufficient time and attention for the designated employee to satisfactorily carry out compliance responsibilities.
  - (4) resources: OMIG will assess whether there are sufficient resources dedicated to the compliance function to assist the designated employee in satisfactorily carrying out compliance responsibilities. Examples of this include staff support, outside auditors, and financial resources. OMIG advises that if compliance duties are not being satisfactorily
carried out due to insufficient resources provided for the compliance function, an
Insufficiency will result.

- (5) Evidence that the designated employee is attending/leading meetings or receiving
reports that could be viewed as having a compliance program focus.
- (6) Whether multiple insufficiencies exist in other elements, specifically 3 (“training and
education”), 6 (“a system for routine identification of compliance risks”), and 7 (“a system
for responding to compliance issues”) are an indication that compliance responsibilities
are not being satisfactorily carried out.

- **Compliance Officer (“CO”)**
  - **Involvement with the Seven Areas:** The compliance function must
    have access to and interaction with documentation relative to the Seven Areas in order to fully
    evaluate these risk areas (e.g., billing). OMIG will look for evidence that the designated employee
    has access and interaction to/with the Seven Areas.
  - **Examples of day-to-day compliance responsibilities:** OMIG provides 19 examples of day-to-day
    compliance responsibilities that the designated employee is responsible for, which range from
    working with the certifying official (e.g., chief executive) identified on the annual SSL
    certification(s) to ensure accurate completion of the certification on OMIG’s website, creating
    and maintaining appropriate documentation (e.g., logs, spreadsheets, and records) of compliance
    activities; chairing management compliance committee (if any) that oversees operation of the
    compliance program; reporting periodically on compliance activities to the chief executive or
    other senior administrator, and the Governing Body; developing, providing, coordinating, and/or
    tracking compliance training and education for orientation and periodic training for all affected
    individuals, among others identified on P.11-12.

2.4 Does the designated employee (referred to in 2.1) report directly to the entity's chief
executive or other senior administrator?

- **OMIG advises that to satisfy this standard, reporting should include both a review by the senior
  executive or the governing board of the provider of both compliance issues and CO performance.
  OMIG will review performance appraisals, job descriptions, org charts, etc., to confirm the
  reporting structure from the designated employee to the entity’s chief executive or appropriately
  designated senior administrator, or alternatively the “governing board”.
- **Designation of an alternative:** If the CO reports to a senior administrator and not the CEO or an
  equivalent, OMIG advises that there must be clear evidence of the designation to the senior
  administrator by the CEO, which could be in the form of a memo or email from the CEO, a letter
  of appointment from the CEO, an inclusion in the job description of the senior administrator,
  designation in the policies and procedures approved by the CEO, or designated in an organization
  chart. OMIG also advises that the senior administrator should include someone with senior
  management responsibilities, such as a Vice President, Administrator, President, COO, etc.)
- **Evidence of reporting:** OMIG will look for results of audits and investigations; work plans; plans
  of action; plans of correction; and/or results of annual self-assessment of the compliance program,
  related policies and procedures, and risk analyses, etc.
- **Conflicts:** Part of the review of this sub-element involves determining whether a conflict of
  interest may arise from the reporting structure used when the designated employee reports for
  performance evaluation to a senior administrator who could be reasonably expected to be the
  focus of a compliance audit or investigation. OMIG notes that reporting to a CFO typically is a
  conflict in reference to compliance audits associated with billing and payment issues.

---

2 Consistent with the definitions of the Guidance, please note that the terms “Compliance Officer”, “CO”, and
“designated employee” or “designated individual” are used interchangeably to refer to the provider’s employee who
is vested with day-to-day responsibility of the compliance program.

3 The Seven Areas are billing, payments, medical necessity and quality of care, governance, mandatory reporting,
credentialing, and other risk areas that are or should with due diligence be identified by the provider.
2.5 Does the designated employee (referred to in 2.1) periodically report directly to the Governing Body on the activities of the compliance program?

- **Org chart shows the CO reporting to the Governing Body:** OMIG notes that the provider’s organizational chart should have a “dotted line reporting structure from the designated employee to the Governing Body.”

- **Evidence of reporting:** This may include a written report or Governing Body meeting agendas, minutes and excerpts. There must be an established method for the Governing Body to ask questions of the CO related to the periodic reporting. There must be evidence that designated employee is reporting directly to the Governing Body without going through others.

- **Alternatives to the Governing Body:** OMIG indicates it is acceptable for a compliance committee or other designated sub-committee to be the entity the designated employee periodically reports to instead of the full governing body. For required providers that do not have governing boards, the periodic reporting requirement should be made to owner(s), partner(s), or person(s) with responsibility for oversight of senior management.

- **Executive Session:** OMIG recommends there be an executive session with just the Governing Body and the CO/designated employee. The executive session need not be for the whole compliance report, but for a portion of the report.

---

**Element 3: Training and education**

OMIG includes a lengthy list of mandatory “minimum” requirements required providers must include in training and education materials that are provided to all affected individuals about their compliance program obligations.

**Minimum Requirements:** Compliance training must include an identification and overview of: (1) compliance issues, (2) expectations, and (3) compliance program operations.

- **Compliance Issues:** OMIG provides that compliance issues to be identified in training must include items identified in Element 1, such as guidance on dealing with compliance issues, how to communicate compliance issues to appropriate compliance personnel, and how potential compliance problems are investigated and resolved.

- **Compliance Expectations:** According to OMIG, trainings must identify the following compliance expectations: (1) identify who the designated employee is; (2) identify methods for anonymous and confidential good faith reporting of potential compliance issues; (3) identify disciplinary policies related to the compliance program, including expectations for reporting issues, assisting in the resolution of issues, and sanctions for failing to report or participating in non-compliant behavior; (4) include information on non-intimidation and non-retaliation requirements; (5) include information about compliance expectations related to acting in a way that supports an environment of compliance; including discussion of the P&Ps that describe these expectations and that implement the operation of the compliance program.

- **Compliance Program Operation:** As noted, OMIG provides that training must identify the designated employee of the compliance program and provide information how the compliance program functions with management and the Governing Body. Training and education on the compliance program operations must additionally include:
  - (1) information about the system for identifying compliance risk areas as identified in Element 6; (2) information about the system for self-evaluation of the risk areas identified in Element 6, including internal audits and, as appropriate, external audits; and (3) information about the system for responding to compliance issues as identified in Elements 1 and 7, including written P&Ps that provide guidance on how potential
compliance problems are investigated and resolved, and training that covers the systems that are in effect for:

- (i) responding to compliance issues as they are raised; (ii) responding to compliance issues as identified in the course of audits and self-evaluations (iii) correcting compliance problems promptly and thoroughly; (iv) implementing procedures, policies, and systems as necessary to reduce the potential for recurrence. (v) identifying and reporting compliance issues to DOH or OMIG; and (vi) refunding Medicaid overpayments.

- **Evidence of Training:** OMIG recommends that a required provider’s P&Ps outline orientation training for new affected individuals, periodic training, and a documented follow-up process for those who miss trainings. Evidence may also include actual training materials used (such as a training PowerPoint, audio/video program, course book/syllabus); sign-in sheets and/or signed acknowledgements that individuals attended training; copies of pre and post-training tests; demonstrations of training; and employee confirmation to OMIG auditors during a field audit that training occurred during on-site reviews. OMIG also notes that evidence disciplinary action for training absences provides another source of verification.

- **Distribution of the P&Ps alone does not qualify as education or training.** OMIG explains that self-study programs meet the training requirement when other compliance materials are distributed, as long as the required provider has evidence the individual has received, read, and understood the P&Ps and training materials.

- **Occurrence of Training:** Training and education must be provided at orientation and then periodically, which means at least annually. OMIG provides that it is ok to customize compliance-related training for different categories of affected individuals but the minimum requirements must be included in all trainings. Information of the CO/designated employee should be accurate and up-to-date.

**Additional Considerations:** OMIG provides examples of training topics that required providers may include that go “beyond the minimum requirements”. This includes a focus on previous compliance issues and how these issues were investigated and resolved; definitions of fraud, waste, and abuse, and/or examples of compliance issues in each of the Seven Areas. If compliance training includes a self-study component, OMIG recommends that P&Ps be distributed and individuals trained are given the opportunity to ask questions and receive answers. OMIG also recommends that the CO provide an opportunity for continuing education on general compliance issues as well as specific compliance issues related to the required provider’s line of business. A good source of such trainings are OMIG’s Provider Audit Protocols, which are available here:

- [https://www.omig.ny.gov/audit/audit-protocols](https://www.omig.ny.gov/audit/audit-protocols)

**Provider Self-Assessment Questions and OMIG Guidance:**

3.1 Periodic compliance training can take place at the same time as other mandatory trainings, or more frequently if required.

- OMIG provides that periodic training must be provided to all affected individuals.

3.2 **Compliance training as part of orientation.**

- **Timing of Training:** Training should be provided within a short period of the start date, with the specific timeframe included in the P&Ps. OMIG recommends training occur within 30 days of the start date. Those individuals who do not receive orientation must still receive compliance training (i.e., members of the governing body).
Element 4: Lines of communication to the responsible compliance position

Minimum Requirements: None

Provider Self-Assessment Questions and OMIG Guidance:

4.1 Written policies and procedures in effect that identify how to communicate compliance issues to appropriate compliance personnel.
   - OMIG’s guidance is addressed in Element 1 guidance.

4.2 Accessible lines of communication to the designated employee referred to in requirement 2.1.
   - Lines of Communication: OMIG clarifies that this includes email, telephone, website-based correspondence, inter interoffice mail, regular mail, face-to-face interaction, drop box, and any other reasonable means to communicate. Lines of communication should encourage submission and receipt of information on compliance issues.
   - OMIG’s Accessibility Standard: there must be at least one method of communication to the compliance function available to each of the categories of Affected Individuals to allow reporting on compliance issues.

4.3 Methods for anonymous and confidential good faith reporting of potential compliance issues as they are identified.
   - Anonymous and Confidentiality Standard: there must be at least one method of anonymous communication and at least one method of confidential communication available to all affected individuals to report compliance issues. Per the Guidance, OMIG will allow one method of communication to be used for both anonymous and confidential reporting.
     - Anonymous: reporting persons must have assurances there is no way the compliance function can discover who is reporting the issue. Examples of methods that are not anonymous include: hotlines with caller ID; email which can lead to identifying the sender’s address; a suggestion box not controlled by the CO that also serves as a drop box for compliance issues; and, any method nearby camera surveillance activity.
     - Confidential: All reports made via the confidential method must be kept confidential, whether requested or not.
       - Acceptable vs. non-acceptable standards related to confidentiality:
         - Acceptable: (1) a statement indicating that a person’s identity will be kept confidential unless the matter is turned over to law enforcement; (2) An outside contractor, with a confidentiality agreement, that manages the communication methods and reports directly to the CO is an acceptable confidential communication method.
         - Non-acceptable: statements indicating that a person’s identity will be kept confidential unless it is necessary to complete an investigation, or “to the extent possible”, are not acceptable. There must be a commitment that the investigation will not specifically identify the reporter. According to OMIG, statements indicating confidentially will be maintained “to the extent possible” is not acceptable because there are too many undefined exceptions. A hotline telephone that may be answered by someone with no compliance responsibilities is also unacceptable, as is a compliance email inbox that may be accessed by someone with no compliance responsibilities.

   - Confidential reporting structure: There may be a confidential reporting structure but only if the reports are secured to retain confidentiality, and the written P&Ps must identify the appropriate compliance personnel to receive the communication. As noted, this individual need not be the CO, but it must be compliance personnel who have a responsibility to keep communication confidential.
Element 5: - Disciplinary policies to encourage good faith participation.

Minimum Requirements: OMIG provides that the best way for providers to meet this requirement is to have disciplinary policies in place that address reporting issues and encourage good faith reporting of compliance issues. In addition, OMIG may look for (a) consistent statements by management and staff about the policies, what they say, how they are communicated; (b) evidence of discipline being taken based upon the policies, including reviews of personnel files for such documentation; and (c) description of disciplinary policies in the training materials, employee handbook, compliance program, code of conduct, or other written policies.

In addition, OMIG notes that “failure to identify evidence of disciplinary policies will result in an Insufficiency.” This is notable because it is one of the few areas where OMIG actually says a deficiency will result in an insufficiency, even though technically, failing to meet any of the elements or their requirements could result in an insufficiency. This strongly communicates that this is a high priority area for OMIG.

Provider Self-Assessment Questions and OMIG Guidance:

5.1 Disciplinary policies in effect to encourage good faith participation in the compliance program by all Affected Individuals.
   - OMIG notes that because disciplinary policies are reviewed in connection with the other assessment questions, the topic of this question is whether the disciplinary policies are being applied to all affected individuals.

5.2 Policies in effect that articulate expectations for reporting compliance issues.
   - All OMIG offers is that there must be policies that “set out expectations for reporting compliance issues to the compliance function.”

5.3 Policies in effect that articulate expectations for assisting in the resolution of compliance issues.
   - OMIG provides that there must be policies that set out expectations for assisting in the resolution of compliance issues that include assisting in investigations of compliance issues by all Affected Individuals.

5.4 Policies in effect that outline sanctions for failing to report suspected problems.
   - OMIG notes there must be policies that set out a requirement for disciplinary action for failure to report suspected compliance issues.

5.5 Policies in effect that outline sanctions for participating in non-compliant behavior.
   - Similar to 5.4, OMIG notes there must be P&Ps that outline discipline for participating in non-compliant behavior. According to OMIG, this discipline should be applied just as equally to non-employees as it is to employees (e.g., vendors, contractors, governing body members, volunteers, etc.) that may be involved in the non-compliant behavior.

5.6 Policies in effect that outline sanctions for encouraging, directing, facilitating, or permitting non-compliant behavior.
   - OMIG provides that there must be policies that outline discipline for encouraging, directing, facilitating, or permitting non-compliant behavior.
5.7 Are all compliance-related disciplinary policies fairly and firmly enforced?

- To satisfy this standard, OMIG notes there must be policies in effect that set out expectations that compliance-related discipline will be fairly and firmly enforced. This includes:
  - (a) Disciplinary policies must be in effect (e.g., operating)
  - (b) Discipline for co-participants in non-compliant behavior must be commensurate with their participation and involvement
  - (c) Application of discipline and the language in the disciplinary policies must be the same across management and line staff.

- Fair and Firmly Enforced Standard: To determine whether (a), (b), and (c) are met, OMIG will look at whether sanctions/discipline cited in the P&Ps is consistent with what is actually carried out. In addition, OMIG will also review to make sure the discipline fits the violation (e.g., whether someone was discharged when appropriate).
  - Fair and firm enforcement of compliance-related disciplinary actions may be included in training and education materials.
  - Sample “fair and firm” language: Typical language that has been found acceptable by OMIG includes:
    - a. “Violations of the compliance program may result in discipline being taken up to and including termination of employment.”
    - b. “Disciplinary policies will be fairly and firmly enforced.”

- During a compliance program audit, OMIG will look to assess whether there has been any enforcement of compliance-related disciplinary policies. If yes, OMIG assesses whether disciplinary actions were fairly and firmly enforced. b. If no, OMIG assesses why no discipline has been identified.

Element 6: - A system for routine identification of compliance risk areas.

Minimum Requirements: None

Additional Considerations: OMIG provides that the best evidence of a system for routine identification of compliance risk areas is the written description that would be embodied in a provider’s compliance program. In the self-assessment guidance, they provide examples of what this system may include. OMIG also provides examples how providers can demonstrate they have a system even if no “formal” written system is in place. OMIG notes this could include a sufficient verbal description of the system included in training materials along with evidence of its operation; call/report logs that track activity; work plans; documentation and reports of audits and/or investigations; plans of correction; documentation of refunded overpayments and/or self-disclosure; and evidence of appropriate responses to reports of compliance issues. While these are offered by OMIG as alternative ways to demonstrate the existence of a system for routine identification, because many of these “alternatives” are suggested ways to comply with other requirements, providers should have this evidence available to bolster their compliance with this element.

Provider Self-Assessment Questions and OMIG Guidance:

6.1 A system in effect for routine identification of compliance risk areas specific to your provider type.

- OMIG provides that evidence of a system includes, but is not limited to:
  - a description of a system or method for routine identification of compliance risk areas and evidence that the described system is working
  - using a self-assessment tool to identify compliance risk areas
- a compliance work plan that addresses compliance risk areas
- an existing list of identified compliance risk areas that must include the “Seven Areas” identified in 18 NYCRR 521.3 (a) that the compliance program must apply to: (1) Medicaid billings; (2) Medicaid payments; (3) the medical necessity and quality of care of the services provided to Medicaid program enrollees; (4) governance of the Required Provider, particularly as related to the Medicaid program; (5) mandatory reporting requirements as related to the Medicaid program; (6) credentialing for those who are providing covered services under the Medicaid program; and (7) other risk areas that are or should with due diligence be identified by the Required Provider.

- OMIG provides that operation of the system must be routine, meaning it must be operating on a regular basis.
- Sources of Risk Identification: OMIG advises this must be provider-specific and identify issues relevant to the Medicaid services provided by that particular provider. Examples include providing services beyond the scope of the provider’s license or scope of practice; reviewing OMIG, OIG, and CMS guidance for risk areas; and reviewing NYS Medicaid provider manuals and program requirements to establish parameters of operation by provider type.

6.2 A system in effect for self-evaluation of the risk areas identified in 6.1, including internal audits and, as appropriate, external audits.

- OMIG explains that there must be a system for self-evaluation of the risk areas identified in 6.1.
- Evidence of a system for self-evaluation of risks may include, but is not limited to: (1) a written expectation for routine self-evaluation of identified risk areas; (2) documented results of self-evaluations; (3) a written expectation for internal and/or external audits of the identified risk areas; (4) documented results of internal and/or external audits; (5) a compliance work plan that identifies self-evaluation or auditing of identified risk areas; or (6) documented results of work plan activities.

6.3 A system in effect for evaluation of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2.

- OMIG explains there must be a system for evaluation of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2.
- Evidence of a system may include but is not limited to: (1) written expectations for evaluation of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2. (2) documented results of evaluations. If evaluations are conducted by individuals outside of the compliance function, OMIG notes that the results should be shared with the compliance function. (3) evidence that risks are prioritized. This may include but is not limited to:
  - (a) identifying frequency of each risk; (b) likelihood that the negative outcome will result; (c) impact on the delivery of services; (d) impact on other contracts and operations; or (e) financial impact ;
  - (4) a compliance work plan that identifies evaluation of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2; (5) documented results of work plan activities; or (6) documented results of a root cause analysis of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2.

**Element 7: - A system for responding to compliance issues.**

**Minimum Requirements:** OMIG notes that the best evidence of a system that responds to compliance issues is a written description of how the system identifies, responds, corrects, and prevents compliance issues.
**Additional Considerations:** Evidence of an effective system may include but is not limited to:

- A sufficient description of the system (e.g., verbal description, demonstration of a system, or description included in training materials) and evidence of the outcome of the system’s operation. Evidence of the outcome of the system’s operation may include but is not limited to:
  - logs that track activity (e.g., call logs);
  - work plans
  - documentation and reports of audits and/or investigations;
  - plans of correction; or
  - documentation of refunded overpayments and/or self-disclosures.

- Evidence of appropriate responses to reports of compliance issues, appropriate resolutions of compliance issues, and evidence of preparation and distribution of reports of compliance issues.

**Provider Self-Assessment Questions and OMIG Guidance:**

7.1 Written policies and procedures in effect that provide guidance on how potential compliance problems are investigated and resolved.

- This question is addressed by OMIG under Element 1.

7.2 A system in effect for responding to compliance issues as they are raised and as identified in the course of audits and self-evaluations.

- OMIG advises that a provider must have evidence that they are addressing issues in a “reasonably diligent manner”.
- This system must also include the ability to investigate potential compliance problems. Activities for the investigation of potential compliance problems must include but are not limited to: (1) a process to identify an appropriate investigator; (2) how the investigation will be conducted (e.g., interviews, documentation reviews, and root cause analyses); and, (3) documentation of results.

7.3 A system in effect for correcting compliance problems promptly and thoroughly.

- **Prompt correction:** OMIG advises there must be an expectation in the compliance program that compliance problems will be corrected “promptly”, and will look for evidence demonstrating this is occurring. According to OMIG, evidence of corrective action that shows the provider is ineffectual in addressing known compliance problems is an indication that prompt correctness is not occurring.
- **Thorough Correction:** Similarly, the compliance program must address that compliance problems will be corrected thoroughly, and OMIG will seek evidence that this is occurring.
- **Evidence of Prompt and Thorough Correction:** To demonstrate there is a system for correcting compliance problems both promptly and thoroughly, OMIG recommends the following: (1) Evidence that corrective action has been implemented within a reasonable time following the completion of an investigation substantiating that a compliance problem exists; (2) Compliance reports to the Executive or Governing Body on what corrective actions have been implemented and if the compliance problem was corrected in a reasonable time, or that determine whether there was a follow up to see if the correction thoroughly addressed the specific issue; (3) Plans of correction, action plans, strategic initiatives, or work plans following root cause analysis activities associated with compliance problems and the length of time it took to put the action in place, as well as evidence of any follow up to confirm the corrective action was effective; or (d) Meeting minutes for the compliance committee or another group that handles correcting compliance problems.
7.4 A system in effect for implementing procedures, policies, and systems as necessary to reduce the potential for recurrence.
- There must be an expectation in the compliance program document that P&Ps and systems will be implemented as necessary to reduce the potential for recurrence.
- According to OMIG, the existence of a written system in a provider’s P&Ps to reduce the potential for issue recurrence satisfies this requirement. However, OMIG notes that if a system is said to exist but is not in writing, they will look for evidence to demonstrate it exists. OMIG provides several examples of evidence they will look for. We note that providers should consider taking such steps to ensure these evidentiary sources exist even if they have a written system in effect to bolster their compliance. OMIG’s examples include: (1) Evidence of root cause analyses associated with compliance problems are followed by the implementation of new compliance policies and procedures or control systems that attempt to prevent the recurrence of compliance problems; (2) Work plan activities or evidence of internal/external audits that test to see if compliance problems have recurred; (3) Meeting minutes for the compliance committee or another group that handles implementing procedures, policies, and systems as necessary to reduce the potential for recurrence; and, (4) Changes to reporting relationships.

7.5 A system in effect for identifying and reporting compliance issues to the NYS Department of Health or the NYS Office of Medicaid Inspector General.
- There must be an expectation in the compliance program document for identifying and reporting compliance issues specifically to DOH or OMIG.
- If a system is said to exist but is not in writing, OMIG looks for whether there have been any reports of compliance issues to DOH or OMIG. Examples of reports of compliance issues include but are not limited to: (1) evidence of reports of fraud, waste, and abuse; (2) evidence of self-disclosures to DOH, OMIG, or MCOs; (3) plans of correction that identify disclosure to DOH or OMIG as a step in the process; and (4) a system that identifies what compliance issues should be reported.

7.6 A system in effect for refunding Medicaid overpayments.
- There must be an expectation in the compliance program document for refunding Medicaid overpayments.
- If a system is said to exist but is not in writing, OMIG looks for whether there have been any self-disclosures of overpayments, including but not limited to: (1) evidence of refunding overpayments through self-disclosure history, claim adjustments, or claim voids; (2) refunding of overpayments through self-disclosures made to OMIG as well as the NYS Attorney General, CMS, OIG, or MCOs; (3) evidence of the ACA process to address refunding of overpayments.

**Element 8: - A policy of non-intimidation and non-retaliation**

**Minimum Requirements:** None.

**Provider Self-Assessment Questions and OMIG Guidance:**

8.1 There must be a policy of non-intimidation and non-retaliation for good faith participation in the compliance program, including but not limited to: (1) reporting potential issues; (2) investigating issues; (3) self-evaluations; (4) audits; (5) remedial actions; and (6) reporting to appropriate officials as provided in sections 740 and 741 of the NYS Labor Law.
To satisfy this requirement, OMIG notes the following must be present: (1) Policies of non-intimidation and non-retaliation; (2) Reference to reporting to appropriate officials as provided in sections 740 and 741 of the NYS Labor Law, including, at a minimum, reference in the compliance plan document or other policies or employee handbooks, to NYS Labor Law sections 740 and 741 in connection with non-intimidation and non-retaliation expectations. If a policy is said to exist but is not in writing, the required provider must be able to describe the details of the policy of non-intimidation and non-retaliation and provide evidence of (1) allegations or cases of intimidation and/or retaliation and (2) appropriate discipline in response to the allegations; (3) discussions with the CO or HR Director related to allegations of intimidation and/or retaliation resulting from a good faith report or support for the compliance program. (4) any complaints of intimidation and/or retaliation by those that participate in the compliance program.

5. **Seven Areas**

Under 18 NYCRR 521.3(a), all required providers must ensure that their compliance programs are applicable to the following “seven areas”: (1) billings; (2) payments; (3) medical necessity and quality of care; (4) governance; (5) mandatory reporting; (6) credentialing; and (7) other risk areas that are or should with due diligence be identified by the provider.

The Seven Areas are not addressed in the Provider Self-Assessment. However, the Guidance provides that OMIG addresses whether required providers are addressing the seven areas appropriately as part of its review of Element 6 (a system for routine identification of compliance risk areas) and Element 7 (a system for responding to compliance issues). In the Guidance, OMIG notes that not every required provider may have risks associated with each risk area, but looks to see that the provider has made a determination of the applicability of the seven areas to their compliance program.

The Guidance provides examples of how each of the seven risk areas may apply to required providers’ compliance functions. OMIG states this is neither a required nor an exhaustive list, and leaves it to providers to perform their own assessment to determine which of these risks are appropriate for their compliance operations. The OMIG list provides a good source of compliance measures that should be considered for adoption by providers to demonstrate their compliance programs are effectively addressing the seven risk areas.

The risks OMIG identifies under the seven areas include the following:

- **(1) Billing:**
  - (1) Internal controls for documentation during data entry and billing; (2) billing office internal audit results shared with compliance; (3) conduct root cause analysis for persistent billing denials (4) conduct tracer audits for work being billed; (5) self-assess if number and value of adjustments is accurate; (6) separation of duties in billing and receipt functions; (7) involvement of the CO in analysis of strengths and weaknesses.

- **(2) Payments:**
  - (1) Track and analyze any overpayments, underpayments, and denials; (2) results of accounts receivable internal audits are shared with CO; (3) conduct tracer audit for payments to assess accuracy of billing and resulting payments; (4) determine if billing and
payment system weaknesses are being identified and corrected as necessary; (5) involvement of CO in analysis of strengths and weaknesses.

○ (3) Medical Necessity and Quality of Care:
  ▪ (1) Develop compliance connectivity to quality oversight process as part of the reporting and control structures; (2) conduct periodic tracers of care to assess if quality requirements are being met and provide reports to the compliance function; (3) develop quality scorecards with resolution of outliers being reported to the compliance function; (4) review documentation for completeness and appropriateness of entries; (5) tracking and resolution of complaints from clients, patients, and family members; (6) reporting of statistics and responses to aberrations of medical necessity and quality issues to the CO to be used for a control test for the effectiveness of the underlying control process

○ (4) Governance:
  ▪ (1) Meaningful conflict of interest policy for Governing Body and management with reporting of unresolved conflicts; (2) compliance function is connected to all management and Governing Body entities within the enterprise; (3) include the Governing Body in compliance plan approval process and in setting compliance budget; (4) include Governing Body in self-assessment and work plan process to include planning, tracking progress, and budgeting; (5) Governing Body oversight of the compliance program; (6) frequency of compliance reports to the Governing Body; (7) compliance training of the Governing Body and management.

○ (5) Mandatory Reporting:
  ▪ (1) Report, repay, and explain all overpayments; (2) required reporting of compliance issues for all Affected Individuals; (3) required reporting of compliance issues to DOH and OMIG, testing periodically on completeness of mandatory reporting of billing, payment, quality, and contractual issues; (4) quality control of reporting to ensure accuracy and completeness of reports being made; (5) ensure compliance with applicable mandatory reporting obligations: (a) annual SSL certification; (b) annual DRA certification; (c) SADC certification; and/or (d) other regulatory and program reporting

○ (6) Credentialing:
  ▪ (1) Regularly check accuracy and comprehensiveness of credentialing process: (a) identify Affected Individuals who must be credentialled; (b) include normal credentialing considerations like primary source verification and licenses; (2) Check the excluded party lists at least monthly and take appropriate action if Affected Individuals are on those lists.

○ (7) Other Risk Areas that are or Should with Due Diligence be Identified by the Provider:
  ▪ (1) Determine if your compliance program is covering all risk areas specific to your provider type and perform periodic and routine self-assessments and gap analyses as risks may change; (2) Assess affiliates’ program integrity. Commitments that affiliates (non-employees) are making to the Required Provider will require some level of audit and investigative expertise and activity; (3) Stratify risks within the compliance program. OMIG recommends ranking risk areas based upon frequency, severity, impact, etc. and address the ones that create the most exposure; (4) expand risk areas based upon compliance program history and its operations. As compliance issues are identified and resolved, they should be considered risks to be addressed in the future or the resolution tested to be sure that it resolved the problem needing attention. The analysis should include the other six areas discussed above; (5) for associates (non-employees) that provide Medicaid reimbursable services through the required provider, determine if they are independently required to have a compliance program and if they have met the annual certification obligation; (6) Monitor compliance with annual certification obligation for associates, if any.
III. Next Steps

Required providers will need to certify that their compliance programs meet statutory and regulatory requirements during the month of December, when the OMIG certification link for the 2016 year goes “live” on the OMIG certification website.

In addition to the NYS certification, those providers that make $5 million or more in Medicaid payments during the Federal fiscal year (October through September) will also need to complete a separate Federal Deficit Reduction Act of 2005 (DRA) Certification that is available on the OMIG website. Covered providers are required to annually certify on or before January 1 following the federal fiscal year the provider became subject to the DRA, and need not wait for OMIG’s NYS certification link to become available. The OMIG Guidance and this memo do not address the compliance requirements under the DRA.

We strongly encourage all required providers to review their compliance programs to determine what additional compliance steps may be necessary as a result of the Guidance information.

Please let us know if you have any questions.
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This Compliance Program Review Guidance (“Guidance”) will assist the Medicaid Required Provider (“Required Provider”) community in developing and implementing compliance programs that meet the requirements of Social Services Law Section 363-d (“SSL 363-d”) and title 18 New York Codes of Rules and Regulations Part 521 (“Part 521”).

PURPOSE OF THIS COMPLIANCE GUIDANCE

This Guidance is intended to inform Required Providers what the New York State Office of the Medicaid Inspector General (“OMIG”) looks for when it assesses compliance programs required under SSL 363-d and Part 521. In some cases, this Guidance provides examples of OMIG’s suggestions on how Required Providers can best meet the statutory and regulatory requirements. This Guidance does not constitute rulemaking by OMIG and may not be relied on to create a substantive or procedural right or benefit enforceable, at law or in equity, by any person. Furthermore, nothing in this Guidance alters any statutory or regulatory requirement. In the event of a conflict between statements in this Guidance and either statutory or regulatory requirements, the requirements of the statutes and regulations govern.

This Guidance does not encompass all the current requirements for compliance programs to meet the requirements of SSL 363-d and Part 521 and therefore are not a substitute for a review of the statutory and regulatory law. A Required Provider’s legal obligations are determined by the applicable federal and state statutory and regulatory law.

This Guidance may be amended at any time at OMIG’s sole discretion without prior notice.

The scope of this Guidance is not intended to be definitive guidance for managed care organizations (“MCOs”) that are Required Providers. Although this Guidance may provide some insights into New York’s statutory and regulatory requirements for MCOs, there are additional requirements that exist under federal law and regulation that must be considered by MCOs in the development and operation of their compliance programs.

This document is intended solely for guidance. No statutory or regulatory requirement(s) are in any way altered by any statement(s) contained herein. This Guidance does not constitute rulemaking by the OMIG and may not be relied on to create a substantive or procedural right or benefit enforceable, at law or in equity, by any person.
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Abbreviations:

<table>
<thead>
<tr>
<th>Abbreviation</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>18 NYCRR</td>
<td>Title 18 of the New York Codes of Rules and Regulations</td>
</tr>
<tr>
<td>ACA</td>
<td>Affordable Care Act: 42 USC § 1320a-7k(d)</td>
</tr>
<tr>
<td>BOC</td>
<td>OMIG’s Bureau of Compliance</td>
</tr>
<tr>
<td>CO</td>
<td>Compliance Officer (See “Definitions” table for further information.)</td>
</tr>
<tr>
<td>DOH</td>
<td>NYS Department of Health</td>
</tr>
<tr>
<td>DRA</td>
<td>Deficit Reduction Act of 2005 as codified in 42 USC § 1396a(a)(68)</td>
</tr>
<tr>
<td>Eight Elements</td>
<td>SSL 363-d subsection 2.’s and 18 NYCRR § 521.3(c)’s Eight Elements that are required for all compliance programs.</td>
</tr>
<tr>
<td>NYS</td>
<td>New York State</td>
</tr>
<tr>
<td>OMG</td>
<td>NYS Office of Medicaid Inspector General</td>
</tr>
<tr>
<td>Part 521</td>
<td>18 NYCRR Part 521</td>
</tr>
<tr>
<td>SSL</td>
<td>New York State Social Services Law</td>
</tr>
<tr>
<td>SSL 363-d</td>
<td>New York State Social Services Law § 363-d</td>
</tr>
<tr>
<td>Seven Areas</td>
<td>18 NYCRR § 521.3(a)’s list of Seven Areas that compliance programs must be applicable to.</td>
</tr>
</tbody>
</table>

Definitions:

<table>
<thead>
<tr>
<th>Definition</th>
<th>Description</th>
</tr>
</thead>
</table>
| Affected Individuals | Includes:  
  - All affected employees,  
  - Affected Appointees,  
  - Executives, and Governing Body members.  
  - any person or affiliate who is involved in any way with the Required Provider, such that the person or affiliate contributes to the Required Provider’s entitlement to payment under the Medical Assistance Program and who is not an employee, Executive, or Governing Body member of the Required Provider (e.g., independent contractors, interns, students, volunteers, and vendors). Individuals who are at least a 5 percent owner of the Required Provider shall be considered persons associated with the Required Provider. |
| Compliance Officer | For the purposes of this document, refers to the employee vested with responsibility for the day-to-day operation of the compliance program that is required under SSL 363-d subsection 2(b) and 18 NYCRR 521.3 (c)(2). |
| Executive | An Executive is any member of senior management staff regardless of specific title. |
**General Statement:**

1. In order to satisfactorily meet the requirements of SSL 363-d and Part 521, a compliance program must:
   a. be appropriate to the Required Provider’s characteristics (see item 5 for further information);
   b. meet all the requirements of each of the Eight Elements;
   c. apply to each of the Seven Areas;
   d. be implemented; and
   e. produce results that can be reasonably expected of an operating compliance program that meets the Eight Elements and applies to the Seven Areas.

2. The standard for meeting the requirements of SSL 363-d and Part 521 is that there must be no Insufficiencies in any of the Eight Elements and the compliance program must be operating relative to each of the Seven Areas.
   a. SSL 363-d subsection 2 provides: “A compliance program shall include the following elements: …”
   b. 18 NYCRR 521.3 (c) provides: “… compliance program shall include the following elements …”
   c. 18 NYCRR 521.3 (a) provides: “… compliance programs shall be applicable to: …” the Seven Areas.

3. All of the requirements under each of the Eight Elements for mandatory compliance programs must apply to all Affected Individuals. BOC’s Assessment will consider each requirement’s applicability to all Affected Individuals.

4. A compliance program that is appropriate to the Required Provider’s characteristics should “… reflect a provider’s size, complexity, resources, and culture” (SSL 363-d subsection 1.).

5. The compliance program may be a component of more comprehensive compliance activities by the Required Provider as long as the requirements of SSL 363-d and Part 521 are met.
GUIDANCE: ALL AFFECTED INDIVIDUALS

Who is subject to your compliance program?

18 NYCRR 521.3 (c):
18 NYCRR 521.3 (c)(1) states “employees and others.” BOC interprets this to be “all affected individuals,” as used in 18 NYCRR 521.3 (c)(5), which is consistent with requirements found in other elements that address all affected employees, appointees, and persons associated with the Required Provider, Executives, and governing body members.

Assessment form questions:
Is your compliance program applicable to all Affected Individuals?

All of the following elements and requirements for mandatory compliance programs must apply to all Affected Individuals. BOC’s Assessment will consider each requirement’s applicability to all Affected Individuals. If a mandatory compliance program does not apply to all Affected Individuals, Insufficiencies in multiple elements may result.

Minimum Requirements—the following must be met:

BOC considers the following information when defining all Affected Individuals:

1. Individuals receiving 1099 forms are considered independent contractors. This does not necessarily include such independent contractors as landscaping and maintenance companies, or others who have no involvement in delivery of or billing for Medicaid care, services, or supplies.

2. It is possible that there are no Affected Appointees and Persons Associated with the Required Provider. However, most Required Providers have at least some Affected Appointees and Persons Associated with the Required Provider.

3. Corporations, partnerships, or government entities typically maintain a control function that is above the Executive level of the organization. For the purposes of this Guidance, this control function is referred to as the Governing Body.

4. Sole proprietors are not corporations, partnerships, or government entities; therefore, BOC looks to the owner(s) of the Required Provider as the Governing Body.
GUIDANCE: ELEMENT 1

Element 1 - Written policies and procedures

18 NYCRR 521.3 (c):
... (1) written policies and procedures that describe compliance expectations as embodied in a code of conduct or code of ethics, implement the operation of the compliance program, provide guidance to employees and others on dealing with potential compliance issues, identify how to communicate compliance issues to appropriate compliance personnel and describe how potential compliance problems are investigated and resolved; ....

Assessment form questions:
1.1 Written policies and procedures in effect that describe compliance expectations as embodied in a code of conduct or code of ethics.
1.2 Written policies and procedures in effect that implement the operation of the compliance program.
1.3 Written policies and procedures in effect that provide guidance to all Affected Individuals on dealing with potential compliance issues.
4.1 Written policies and procedures in effect that identify how to communicate compliance issues to appropriate compliance personnel.
7.1 Written policies and procedures in effect that provide guidance on how potential compliance problems are investigated and resolved.

Minimum Requirements—the following must be present for each requirement in Element 1:

1. For Element 1, policies and procedures must be in writing.
2. Evidence must exist that the written policies and procedures are in effect, which may include one or more of the following, but is not limited to:
   a. The compliance plan and related policies and procedures are approved or adopted by the appropriate governance (e.g., board of directors) or leadership group (e.g., CEO, COO).
      i. BOC considers who would normally approve or adopt similar enterprise-level policies and procedures within the organization.
      ii. BOC looks to see if the compliance plan and related policies and procedures have been approved or adopted by the governing body and/or senior management (e.g., resolution, meeting minutes, signature on the policy with an appropriate statement, or statement on distribution indicating approval).
   b. There is evidence that the compliance plan and related policies and procedures are known by all Affected Individuals, and that they have been implemented.
   c. There is evidence that action is being taken consistent with the terms of the policies and procedures.

Guidance:

1.1 Written policies and procedures in effect that describe compliance expectations as embodied in a code of conduct or code of ethics.

This document is intended solely for guidance. No statutory or regulatory requirement(s) are in any way altered by any statement(s) contained herein. This Guidance does not constitute rulemaking by the OMIG and may not be relied on to create a substantive or procedural right or benefit enforceable, at law or in equity, by any person.
1. Compliance expectations must include statements that the:
   a. Required Provider and all Affected Individuals will, at all times, act in a way to meet
      the requirements of the mandatory compliance program law and regulation; or
   b. Required Provider expects to conduct business in a manner that supports integrity in
      operations.
2. Compliance expectations must also include statements that conduct contrary to this
   expectation will be considered a violation of the compliance program, and related policies
   and procedures.
3. A code of conduct or code of ethics is preferred, but if policies and procedures are complete,
   that will suffice.

1.2 Written policies and procedures In effect that implement the operation of the compliance
   program.

1. BOC looks for the Required Provider to identify written policies and procedures that support
   the operation of their compliance program.
2. Evidence that the compliance program is operating may include one or more of the following
   but is not limited to:
   a. The Required Provider and all Affected Individuals act in a way to meet the
      requirements of the mandatory compliance program law and regulation.
   b. The written policies and procedures have been distributed to all Affected Individuals.
      Distribution may consist of:
      i. handing out a hard copy;
      ii. a hard copy being made available in a public area; or
      iii. a digital copy being made available on an intranet or Internet.
   c. There is work product that demonstrates the written policies and procedures are
      operating. For example:
      i. Work plans exist.
      ii. Evidence that investigations have commenced and been completed, and action
         has been taken in response.
      iii. Budgets for the compliance function exist.

1.3 Written policies and procedures In effect that provide guidance to all Affected Individuals
   on dealing with potential compliance issues.

1. Guidance on dealing with potential compliance issues is covered in other areas (e.g.,
   requirements 1.1, 1.2, 4.1, and 7.1). Assessment of the guidance on dealing with compliance
   issues will be done in requirements 1.1, 1.2, 4.1, and 7.1. As a result, the main topic of this
   question is the applicability of the compliance program to all Affected Individuals.
2. The written policies and procedures identified in 1.1, 1.2, 4.1, and 7.1 must be applicable to
   all categories of Affected Individuals.

4.1 Written policies and procedures In Effect that identify how to communicate compliance
   issues to appropriate compliance personnel.

1. The written policies and procedures must identify the appropriate compliance personnel to
   receive the communication. It need not be the CO, but it must be compliance personnel.
a. Policies and procedures can include direction to report to supervisors and management as long as there is also a requirement for supervisors and management to report issues to appropriate compliance personnel.
b. Reporters must also have a clear reporting path to appropriate compliance personnel.
c. It is acceptable for the Required Provider to use a hotline service as long as reports from the hotline service are not filtered and are provided directly to appropriate compliance personnel. The Required Provider is responsible to ensure that the vendor does not have a conflict of interest related to the provision of such services.
d. It is acceptable for the Required Provider to use a drop box for communication as long as the drop box is used to report compliance issues, and is monitored and controlled exclusively by appropriate compliance personnel.

2. Communication methods may vary for different categories of Affected Individuals under the compliance program’s policies and procedures. In those instances, the compliance program’s policies and procedures should identify how each category of Affected Individuals can communicate to appropriate compliance personnel.

7.1 Written policies and procedures in effect that provide guidance on how potential compliance problems are investigated and resolved.

1. There must be a written commitment to investigate potential compliance problems. Examples of activities for the investigation of potential compliance problems may include but are not limited to:
   a. Identification of the investigator.
      i. It is permissible for investigations to be conducted by people outside of the compliance function.
      ii. To the extent that someone outside the compliance function is investigating, the results of the investigation will be shared with appropriate compliance personnel.
      iii. Results from investigations should not be filtered by someone outside of the compliance function.
   b. How the investigation will be conducted (e.g., interviews, documentation reviews, and root cause analyses).
      i. Identification of investigative steps from start to finish.
      ii. Sufficiently detail the results of investigations and analyses to identify who the participants are and who may be encouraging, directing, facilitating, or permitting Non-Compliant Behavior.
   c. Documentation of results.

2. There must be a written commitment to resolve confirmed compliance problems. Examples of activities for the resolution of confirmed compliance problems may include but are not limited to:
   a. implementation of plans of correction;
   b. reporting results to the chief executive and Governing Body;
   c. monitoring the effectiveness of implemented plans of correction; or
   d. updating, correcting, or modifying policies, procedures, and business practices.
GUIDANCE: ELEMENT 2

Element 2 - Designate an employee vested with responsibility

18 NYCRR 521.3 (c):

… (2) designate an employee vested with responsibility for the day-to-day operation of the compliance program; such employee's duties may solely relate to compliance or may be combined with other duties so long as compliance responsibilities are satisfactorily carried out; such employee shall report directly to the entity's chief executive or other senior administrator designated by the chief executive and shall periodically report directly to the governing body on the activities of the compliance program; ....

Assessment form questions:

2.1 Designate an employee that is vested with responsibility for the day-to-day operation of the compliance program.
2.2 Are the designated employee’s (referred to in 2.1) duties related solely to compliance?
2.3 Are the compliance responsibilities satisfactorily carried out?
2.4 Does the designated employee (referred to in 2.1) report directly to the entity's chief executive or other senior administrator?
2.5 Does the designated employee (referred to in 2.1) Periodically report directly to the Governing Body on the activities of the compliance program?

Guidance:

2.1 Designate an employee that is vested with responsibility for the day-to-day operation of the compliance program.

1. BOC considers an employee to be anyone who qualifies as an employee for NYS or federal employment tax purposes.
   a. Independent contractors, consultants, volunteers, leased employees, persons supplied by Management Services Organizations (MSOs) or Professional Employer Organizations (PEOs), and the like are not considered employees.
   b. If there is uncertainty as to the employment status, BOC may request evidence of an employee’s W-2 or similar employment reports.
2. Tests to determine whether a CO is an employee of a Required Provider may include but are not limited to:
   a. the CO is a “W-2 employee.”
   b. other objective, non-contractual obligations that determine employment status.
3. BOC refers to “Compliance Guidance 2015-02: Mandatory Compliance Program Requirement: Holding Company and Joint Venture Structures, Employee Vested with Responsibility for Day-

---

1 “W-2 employee” can be found in “Compliance Guidance 2015-02: Mandatory Compliance Program Requirement: Holding Company and Joint Venture Structures, Employee Vested with Responsibility for Day-to-Day Operation of the Compliance Program.”

This document is intended solely for guidance. No statutory or regulatory requirement(s) are in any way altered by any statement(s) contained herein. This Guidance does not constitute rulemaking by the OMIG and may not be relied on to create a substantive or procedural right or benefit enforceable, at law or in equity, by any person.
to-Day Operation of the Compliance Program.” This also applies in the context of non-profit corporations when there is a sole corporate member.

4. Evidence that an employee has been vested with responsibility for the day-to-day operation of the compliance program includes but may not be limited to:
   a. Governing Body resolution/minutes evidencing appointment of the employee and compliance-related duties and responsibilities;
   b. letter of appointment for the employee;
   c. job description and/or performance plan that includes day-to-day operational responsibility and management of the compliance program;
   d. management organization charts;
   e. communications to those covered by the compliance program; or
   f. compliance plan document or other policies and procedures that describe compliance-related duties and responsibilities.

5. There must be consistency across documented evidence.

6. BOC recommends that the designated employee vested with responsibility for the day-to-day operation of the compliance program not be in the legal or financial departments due to the potential for a conflict of interest.

7. Please see requirement 2.3 (item 3) for a description of what constitutes day-to-day operation of the compliance program.

2.2 Are the designated employee’s (referred to in 2.1) duties related solely to compliance?

1. BOC reviews the designated employee’s job description(s) and/or performance plan(s).
   a. There may be multiple job descriptions and/or performance plans if the designated employee has other responsibilities outside of compliance.
   b. It is acceptable to submit an informal job description as long as it is in writing.

2. BOC reviews organizational charts to identify areas of responsibility for the designated employee.

3. BOC recommends that the designated employee vested with responsibility for the day-to-day operation of the compliance program not be in the legal or financial departments due to the potential for a conflict of interest. BOC reviews possible conflicts of interest between the designated employee’s compliance duties and the non-compliance related duties. Concerns exist if the other duties involve work in departments that have potential compliance risk areas, that create potential conflicts of interest, such as:
   a. billing and payment obligations; or
   b. quality management.

2.3 Are the compliance responsibilities satisfactorily carried out?

1. Evidence to determine whether compliance responsibilities are satisfactorily carried out must exist. Such evidence may include but is not limited to:
   a. The Required Provider’s assessment of whether the compliance responsibilities are being satisfactorily carried out. This includes:
      i. evidence of a compliance work plan and resulting logs, reports, and risk analyses;
      ii. annual self-assessment of the compliance program and related policies and procedures, and risk analyses;
      iii. completion of the annual SSL and/or DRA certification(s) on OMIG’s web site;

This document is intended solely for guidance. No statutory or regulatory requirement(s) are in any way altered by any statement(s) contained herein. This Guidance does not constitute rulemaking by the OMIG and may not be relied on to create a substantive or procedural right or benefit enforceable, at law or in equity, by any person.
iv. evidence of initial and Periodic compliance training for all Affected Individuals; and
v. completion of investigations, including implementation and monitoring of plans of correction, for compliance issues.
b. BOC looks for evidence that there is an objective, regular analysis of what the CO is required to perform, and if performance is being assessed and rated. This should be reflected in the annual performance plans done by the person(s) to whom the CO reports.
c. BOC looks for evidence that the non-compliance duties allow for sufficient time and attention for the designated employee to satisfactorily carry out compliance responsibilities.
d. BOC looks for evidence that sufficient resources are dedicated to the compliance function to assist the designated employee in satisfactorily carrying out compliance responsibilities. Resource analyses should include not only what the CO is given time to do, but also what support is available through other staff, outside auditors, and financial resources.
e. BOC looks for evidence that the designated employee is attending/leading meetings or receiving reports that could be viewed as having a compliance program focus.
f. Multiple insufficiencies in other elements (specifically 3, 6, and 7) are an indication that compliance responsibilities are not being satisfactorily carried out.
g. If compliance duties are not being satisfactorily carried out due to insufficient resources provided for the compliance function, an Insufficiency will result.

2. The compliance function must have access to and interaction with documentation relative to the Seven Areas in order to fully evaluate these risk areas. The compliance function must be able to provide evidence of such access and interaction.

3. Some examples of day-to-day compliance responsibilities may include but are not limited to:
   a. Develop, revise, maintain, implement, and distribute compliance-related policies, procedures, systems, and other materials for all Affected Individuals.
b. Work with the certifying official (e.g., chief executive) identified on the annual SSL certification(s) to ensure accurate completion of the certification on OMIG’s website.
c. Foster appropriate environment within the organization to promote participation in the compliance program by all Affected Individuals.
d. Establish and maintain open lines of communication within the organization so potential compliance problems may be reported promptly.
e. Monitor all methods of communication, including anonymous and confidential methods.
f. Create and maintain appropriate documentation (e.g., logs, spreadsheets, and records) of compliance activities.
g. Chair management compliance committee (if any) that oversees operation of the compliance program.
h. If applicable, supervise assigned staff to ensure compliance-related duties are satisfactorily carried out.
i. Report Periodically on compliance activities to the chief executive or other senior administrator, and the Governing Body.
j. Develop, provide, coordinate, and/or track compliance training and education for orientation and Periodic training for all Affected Individuals
k. Monitor results of compliance-related disciplinary actions to confirm fair and firm enforcement.
l. Develop, manage, and report on the annual compliance work plan, including routine identification of compliance risk areas and trends.

This document is intended solely for guidance. No statutory or regulatory requirement(s) are in any way altered by any statement(s) contained herein. This Guidance does not constitute rulemaking by the OMIG and may not be relied on to create a substantive or procedural right or benefit enforceable, at law or in equity, by any person.
m. Monitor credentialing and conduct monthly checks of the federal and state exclusion lists.

n. Conduct and/or oversee and review results of internal and external audits and self-evaluations of compliance risk areas, as well as the resulting evaluations of potential or actual non-compliance.

o. Investigate potential and actual compliance issues, including root cause analyses.

p. Ensure prompt and thorough resolution of compliance issues, including implementation of policies, procedures, systems and necessary training of all Affected Individuals to reduce the potential for recurrence.

q. Monitor plans of correction to confirm problems have been resolved or new plans of correction are required.

r. Report compliance issues to DOH and/or OMIG.

s. Oversee self-disclosures and refunding of overpayments.

2.4 Does the designated employee (referred to in 2.1) report directly to the entity’s chief executive or other senior administrator?

1. Reporting must include not only compliance issues but also how the CO’s personnel performance issues are addressed.

2. BOC reviews organization charts, job descriptions, performance appraisals, etc. to confirm the direct reporting structure from the designated employee to the entity’s chief executive or appropriately-designated senior administrator.
   a. If the direct reporting structure from the designated employee is to another senior administrator, evidence of the designation by the chief executive to the senior administrator must exist.

   A senior administrator should include someone with senior management responsibilities (e.g., Chief Operating Officer, President, Administrator, Vice President, etc.).

   b. Evidence of designation may include but is not limited to:
      i. memo or email from the entity’s chief executive;
      ii. letter of appointment from the entity’s chief executive;
      iii. offer letter issued by or job description approved by the chief executive;
      iv. designation in the supporting policies and procedures that are approved by the entity’s chief executive; or
      v. designation in an organization chart that is approved by the entity’s chief executive.

3. BOC looks for evidence of reporting on compliance issues from the designated employee to the entity’s chief executive or designee; this may include results of audits and investigations; work plans; plans of action; plans of correction; and/or results of annual self-assessment of the compliance program, related policies and procedures, and risk analyses.

4. BOC determines that a direct reporting structure to the governing board also meets this requirement.

5. BOC looks for possible conflicts of interest that may arise from the reporting structure used when the designated employee is reporting for personnel performance evaluations to a senior administrator whose functional responsibilities could be reasonably expected to be the focus of a compliance audit or investigation (e.g., reporting to a CFO typically is a conflict in reference to compliance audits associated with billing and payment issues).

2.5 Does the designated employee (referred to in 2.1) Periodically report directly to the Governing Body on the activities of the compliance program?

This document is intended solely for guidance. No statutory or regulatory requirement(s) are in any way altered by any statement(s) contained herein. This Guidance does not constitute rulemaking by the OMIG and may not be relied on to create a substantive or procedural right or benefit enforceable, at law or in equity, by any person.
1. The CO must Periodically report to the Governing Body.
2. Organizational chart should have a dotted line reporting structure from the designated employee to the Governing Body.
3. BOC looks for evidence of reporting on compliance functions to the Governing Body.
   a. Evidence of the designated employee’s reports to the Governing Body may be in the form of a written report or Governing Body meeting agendas, minutes, and excerpts that set out reports by the designated employee. There must be an established method for the Governing Body to directly ask questions of the CO related to the Periodic reporting.
   b. Evidence that the designated employee is reporting directly to the Governing Body without going through others.
   c. It is acceptable for the Required Provider to have established a sub-committee of the Governing Body (“Compliance Committee”) that the designated employee is part of or reports to.
   d. For Required Providers without governing boards, the report should be to the owner(s), partner(s), or person(s) with responsibility for oversight of senior management.
4. BOC recommends that there be an executive session that includes the Governing Body and the CO only. This need not be for the whole report, but for a portion of the report. This is similar to the executive session that accountants have with the Governing Body for year-end audits.

This document is intended solely for guidance. No statutory or regulatory requirement(s) are in any way altered by any statement(s) contained herein. This Guidance does not constitute rulemaking by the OMIG and may not be relied on to create a substantive or procedural right or benefit enforceable, at law or in equity, by any person.
GUIDANCE: ELEMENT 3

Element 3 - Training and education

18 NYCRR 521.3 (c):
… (3) training and education of all affected employees and persons associated with the provider, including executives and governing body members, on compliance issues, expectations and the compliance program operation; such training shall occur periodically and shall be made a part of the orientation for a new employee, appointee or associate, executive and governing body member; ....

Assessment form questions:
3.1 Periodic training and education on compliance issues, expectations, and the compliance program operation.
3.2 Compliance training as part of orientation.

Minimum Requirements—the following must be present for each requirement in Element 3:

1. Compliance training for all Affected Individuals must include compliance issues, expectations and the compliance program operation as defined herein. Subject matter of the compliance training must be consistent with the terms of the compliance plan and applicable policies and procedures. Compliance-related training may be customized for different categories of Affected Individuals based upon specific issues for each category so long as the minimum requirements are included for all.

2. Compliance training content/materials must include the following minimum requirements:
   a. Compliance issues:
      Training and education must include requirements identified in Element 1:
      i. guidance on dealing with compliance issues;
      ii. how to communicate compliance issues to appropriate compliance personnel; and
      iii. guidance on how potential compliance problems are investigated and resolved.
   b. Compliance expectations:
      i. Training and education must include requirements identified in Element 1:
         1. expectations related to acting in ways that support integrity in operations;
         2. written policies and procedures that describe compliance expectations; and
         3. written policies and procedures that implement the operation of the compliance program.
      ii. Training and education must include requirements identified in Element 3:
         1. compliance training at orientation; and
         2. Periodic compliance training.
      iii. Training and education must include reporting requirements identified in Element 4:
         1. training materials must identify who the designated employee is; and
         2. methods for anonymous and confidential good faith reporting of potential compliance issues as they are identified must be included.
      iv. Training and education must include disciplinary policies related to the compliance program identified in Element 5:

This document is intended solely for guidance. No statutory or regulatory requirement(s) are in any way altered by any statement(s) contained herein. This Guidance does not constitute rulemaking by the OMIG and may not be relied on to create a substantive or procedural right or benefit enforceable, at law or in equity, by any person.
1. expectations for reporting compliance issues;
2. expectations for assisting in the resolution of compliance issues;
3. sanctions for failing to report suspected problems;
4. sanctions for participating in non-compliant behavior;
5. sanctions for encouraging, directing, facilitating, or permitting non-compliant behavior; and
6. expectations that compliance-related disciplinary policies are fairly and firmly enforced.

v. Training and education must include information about the non-intimidation and non-retaliation requirements identified in Element 8.

vi. BOC recommends that training and education be given using a method that is reasonably expected to be understood by the individuals required to receive training. Examples of such a method include but are not limited to:
   1. Training and education offered in a language understandable to Affected Individuals.
   2. Training and education should be sensitive to any reasonable accommodations of the Affected Individuals.
   3. Applicable training and education materials should be legible.

3. BOC recommends training material reflect current information about the compliance program.
   a. Listing of the CO and his/her contact information should be accurate and up-to-date.
   b. Policies and procedures reflected in the training should be accurate and up-to-date.

4. Evidence of the subject matter and delivery of training must be readily available. Examples of documented evidence may include, but is not limited to:
a. written policies and procedures outlining the training requirements that:
   i. orientation training for new Affected Individuals must occur;
   ii. Periodic training must occur for all Affected Individuals; and
   iii. document a follow-up process for the Affected Individuals that miss trainings.
b. documented training materials evidencing that all training subjects are covered (e.g.,
   PowerPoint, audio/video program, course book, course syllabus, etc.);
c. sign-in sheets and/or signed acknowledgements that individuals attended training;
d. copies of pre- and post-training tests;
e. demonstration of training program;
f. employee confirmations that training occurred (during on-site reviews); or
g. disciplinary action for compliance orientation/training absences that is consistent with
   discipline for failures to attend orientation or other work-related trainings.
5. Only distributing the compliance-related policies and procedures does not qualify as compliance
   training and education. BOC determines that self-study programs are acceptable where
   compliance-related policies and procedures and/or compliance training materials are distributed
   so long as the Required Provider can produce evidence that individuals being trained have
   received, read, and understood the materials. Those required to receive training must be
   afforded an opportunity to ask questions and receive responses to any questions they have in
   order for training to be considered complete.

Additional Considerations:
The following are examples of additional training content beyond the minimum requirements:

1. Compliance training content/materials may also include the following compliance issues:
   a. Compliance training may focus in part on what compliance issues the Required Provider
      previously experienced and how the issues were investigated and resolved.
   b. Compliance training may use definitions and examples to help employees understand
      what a compliance issue is. This may include:
      i. definitions of fraud, waste, and abuse; and/or
      ii. examples of compliance issues in each of the Seven Areas. Different categories
         of Affected Individuals may receive additional training on specific risk areas related
         to their job function.
2. If compliance training includes a self-study component, BOC recommends that all compliance-
   related policies and procedures are distributed, individuals being trained are given an opportunity
   to read the materials, and those trained have an opportunity to ask questions and receive
   responses to those questions.
3. The CO should be provided an opportunity for continuing education on general health care
   compliance issues, as well as health care compliance issues specific to the Required Provider
   type.

Guidance:

3.1 Periodic training and education on compliance issues, expectations, and the compliance
     program operation.

1. Periodic compliance training can take place at the same time as other mandatory trainings, or
   more frequently if required.
2. Periodic compliance training and education must be provided to all categories of Affected Individuals in order to meet the requirement.

3.2 **Compliance training as part of orientation.**

Orientation should occur within a short period of start date. The policies and procedures should define the period in which orientation must occur.

1. BOC suggests that compliance training as part of orientation to occur within 30 days of start date.
2. Compliance training as part of orientation must be provided to all Affected Individuals, even if some categories of Affected Individuals do not receive general orientation.
GUIDANCE: ELEMENT 4

Element 4 - Lines of communication to the responsible compliance position

18 NYCRR 521.3 (c):

… (4) communication lines to the responsible compliance position, as described in paragraph (2) of this subdivision, that are accessible to all employees, persons associated with the provider, executives and governing body members, to allow compliance issues to be reported; such communication lines shall include a method for anonymous and confidential good faith reporting of potential compliance issues as they are identified; ...

Assessment form questions:

4.1 Written policies and procedures in effect that identify how to communicate compliance issues to appropriate compliance personnel.

4.2 Accessible lines of communication to the designated employee referred to in requirement 2.1.

4.3 Methods for anonymous and confidential good faith reporting of potential compliance issues as they are identified.

Guidance:

4.1 Written policies and procedures in effect that identify how to communicate compliance issues to appropriate compliance personnel.

See Element 1 Guidance.

4.2 Accessible lines of communication to the designated employee referred to in requirement 2.1.

1. “Lines of communication” is interpreted very broadly to include: telephone, email, website-based correspondence, interoffice mail, regular mail, face-to-face interaction, drop box, and any other reasonable means to communicate.

2. There must be at least one method of communication to the compliance function available to each of the categories of Affected Individuals to allow reporting on compliance issues.

3. Lines of communication should encourage submission and receipt of information on compliance issues.

4.3 Methods for anonymous and confidential good faith reporting of potential compliance issues as they are identified.

1. Methods of communication:
   a. At least one method must be anonymous.
      i. There must be at least one anonymous method of communication available to each of the categories of Affected Individuals to allow reporting on compliance issues.
ii. Anonymous methods of communication identified by Required Providers must be truly anonymous so reporting persons have assurance that there is no way the compliance function can discover who is reporting a matter.

iii. Typically, the following are not considered anonymous methods of communication:
   1. telephone lines or hotlines with caller ID;
   2. email which can be reverse engineered to retrieve the sender’s address;
   3. suggestion box not controlled by the CO that also serves as a drop box for compliance issues; and
   4. any method that may be located in an area where there is camera surveillance activity.

b. At least one method must be confidential.
   i. There is no requirement for all methods of communication to be confidential.
   ii. There must be at least one confidential method of communication available to each of the categories of Affected Individuals to allow reporting on compliance issues.
   iii. Those that report via a confidential method of communication and/or request confidentiality must have a reasonable expectation that their communication will be kept confidential.
      1. All reports via the confidential method must be kept confidential, whether requested or not.
      2. A statement indicating that a person’s identity will be kept confidential unless the matter is turned over to law enforcement is acceptable.
      3. A statement indicating that a person’s identity will be kept confidential unless necessary to complete an investigation is not acceptable. There must be a commitment that the investigation will not specifically identify the reporter.
      4. A statement indicating that a person’s identity will be kept confidential to the extent possible is not acceptable because there may be too many undefined exceptions.
      5. An outside contractor, with a confidentiality agreement, that manages the communication methods and reports directly to the CO is an acceptable confidential communication method.
      6. A hotline telephone that may be answered by someone with no compliance responsibilities is not confidential.
      7. A compliance email inbox that may be accessed by someone with no compliance responsibilities is not confidential.
   c. It is acceptable that one method of communication can be both anonymous and confidential.

2. There may be a confidential reporting structure, but if the reports are not secured (protected or guarded to retain confidentiality), this requirement is not being met.

3. The written policies and procedures must identify the appropriate compliance personnel to receive the communication. It need not be the CO, but it must be compliance personnel who have a responsibility to keep communication confidential.
GUIDANCE: ELEMENT 5

Element 5 - Disciplinary policies to encourage good faith participation

18 NYCRR 521.3 (c):
… (5) discipline policies to encourage good faith participation in the compliance program by all affected individuals, including policies that articulate expectations for reporting compliance issues and assist in their resolution and outline sanctions for: (i) failing to report suspected problems; (ii) participating in non-compliant behavior; or (iii) encouraging, directing, facilitating or permitting either actively or passively non-compliance behavior; such disciplinary policies shall be fairly and firmly enforced; ....

Assessment form questions:
5.1 Disciplinary policies in effect to encourage good faith participation in the compliance program by all Affected Individuals.
5.2 Policies in effect that articulate expectations for reporting compliance issues.
5.3 Policies in effect that articulate expectations for assisting in the resolution of compliance issues.
5.4 Policies in effect that outline sanctions for failing to report suspected problems.
5.5 Policies in effect that outline sanctions for participating in non-compliant behavior.
5.6 Policies in effect that outline sanctions for encouraging, directing, facilitating, or permitting non-compliant behavior.
5.7 Are all compliance-related disciplinary policies fairly and firmly enforced?

Minimum Requirements—the following must be present for each requirement in Element 5:

1. The best evidence of disciplinary policies is written disciplinary policies that address this Element. If disciplinary policies are said to exist but are not in writing, further inquiry is necessary. BOC looks for the following:
   a. Consistent statements by management and staff about the policies, what they say, how they are communicated, etc.
   b. Evidence of discipline being taken based upon the policies. BOC checks personnel files for such documentation.
   c. Description of disciplinary policies in the training materials, employee handbook, compliance program, code of conduct, or other written policies.
   d. Failure to identify evidence of disciplinary policies will result in an Insufficiency.
2. Progressive discipline policies are acceptable, but not required.

Guidance:

5.1 Disciplinary policies in effect to encourage good faith participation in the compliance program by all Affected Individuals.

1. Disciplinary policies that encourage Good Faith participation in the compliance program are covered in other areas (e.g., requirements 5.2, 5.3, 5.4, 5.5, 5.6, and 5.7). As a result, the main topic of this question is the applicability of the disciplinary policies identified in requirements 5.2,
5.3, 5.4, 5.5, 5.6, and 5.7 to all Affected Individuals. Assessment of the disciplinary policies will be done in requirements 5.2, 5.3, 5.4, 5.5, 5.6, and 5.7.

2. The disciplinary policies identified in requirements 5.2, 5.3, 5.4, 5.5, 5.6, and 5.7 must be applicable to all categories of Affected Individuals as defined in the table.

5.2 **Policies in effect that articulate expectations for reporting compliance issues.**

There must be policies that set out expectations for reporting compliance issues to the compliance function.

5.3 **Policies in effect that articulate expectations for assisting in the resolution of compliance issues.**

1. There must be policies that set out expectations for assisting in the resolution of compliance issues.
2. Assisting in resolution must include assisting in investigations of compliance issues by all Affected Individuals.

5.4 **Policies in effect that outline sanctions for failing to report suspected problems.**

There must be policies that set out a requirement for disciplinary action for failure to report suspected compliance issues.

5.5 **Policies in effect that outline sanctions for participating in non-compliant behavior.**

1. There must be policies that outline sanctions (e.g., discipline) for participating in non-compliant behavior.
2. Sanctions should include non-employees (e.g., vendors, contractors, governing body members, volunteers, etc.) that may be involved in the non-compliant behavior.

5.6 **Policies in effect that outline sanctions for encouraging, directing, facilitating, or permitting non-compliant behavior.**

There must be policies that outline sanctions (e.g., discipline) for encouraging, directing, facilitating, or permitting non-compliant behavior.

5.7 **Are all compliance-related disciplinary policies fairly and firmly enforced?**

1. There must be policies in effect that set out expectations that compliance-related discipline will be fairly and firmly enforced.
   a. Disciplinary policies must be in effect (e.g., operating) in order for them to be enforced.
   b. Sanctions for co-participants in non-compliant behavior must be commensurate with their participation and involvement.
   c. Application of discipline and the language in the disciplinary policies must be the same across management and line staff.
d. In the search for firm enforcement, BOC looks for sanctions/discipline cited in the policies that are consistent with what is carried out. BOC assesses if the sanction/discipline fits the violation (e.g., whether someone was discharged when appropriate).

2. It is acceptable that the expectation for fair and firm enforcement of compliance-related disciplinary actions may be included in training and education materials.

3. Typical language that has been found acceptable includes:
   a. “Violations of the compliance program may result in discipline being taken up to and including termination of employment.”
   b. “Disciplinary policies will be fairly and firmly enforced.”

4. BOC looks for whether there has been any enforcement of compliance-related disciplinary policies.
   a. If yes, BOC assesses whether disciplinary actions were fairly and firmly enforced.
   b. If no, BOC assesses why no discipline has been identified.
GUIDANCE: ELEMENT 6

Element 6 - A system for routine identification of compliance risk areas

18 NYCRR 521.3 (c):
… (6) a system for routine identification of compliance risk areas specific to the provider type, for self-evaluation of such risk areas, including but not limited to internal audits and as appropriate external audits, and for evaluation of potential or actual non-compliance as a result of such self-evaluations and audits, credentialing of providers and persons associated with providers, mandatory reporting, governance, and quality of care of medical assistance program beneficiaries; ....

Assessment form questions:
6.1 A system in effect for routine identification of compliance risk areas specific to your provider type.
6.2 A system in effect for self-evaluation of the risk areas identified in 6.1, including internal audits and, as appropriate, external audits.
6.3 A system in effect for evaluation of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2.

Additional Considerations:
The following are examples of additional methods of identifying risk areas beyond the minimum requirements:

The best evidence of a system is a written description. In the absence of a written description, evidence of a system may include but is not limited to:

1. A sufficient description of the system (e.g., verbal description, demonstration of a system, or description included in training materials) and evidence of the outcome of the system’s operation. Evidence of the outcome of the system’s operation may include but is not limited to:
   a. call/report logs that track activity;
   b. work plans;
   c. documentation and reports of audits and/or investigations;
   d. plans of correction; or
   e. documentation of refunded overpayments and/or self-disclosures.
2. Evidence of appropriate responses to reports of compliance issues, appropriate resolutions of compliance issues, and evidence of preparation and distribution of reports of compliance issues.

Guidance:

6.1 A system in effect for routine identification of compliance risk areas specific to your provider type.

1. There must be a system for routine identification of compliance risk areas. Evidence of a system may include but is not limited to:
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a. a description of a system or method for routine identification of compliance risk areas and evidence that the described system is working;
b. using a self-assessment tool to identify compliance risk areas;
c. a compliance work plan that addresses compliance risk areas;
d. an existing list of identified compliance risk areas. Compliance risk areas that must be included are those identified in 18 NYCRR 521.3 (a):
   i. Medicaid billings;
   ii. Medicaid payments;
   iii. the medical necessity and quality of care of the services provided to Medicaid program enrollees;
   iv. governance of the Required Provider, particularly as related to the Medicaid program;
   v. mandatory reporting requirements as related to the Medicaid program;
   vi. credentialing for those who are providing covered services under the Medicaid program; and
   vii. other risk areas that are or should with due diligence be identified by the Required Provider.
e. Operation of the system must be routine meaning it must be operating on a regular basis.

2. Risk identification must focus on the specific issues associated with the delivery and payment of services for the type of provider under the compliance program. Examples may include but are not limited to:
   a. performing services that are within the scope of a Required Provider’s certificate, license, or recognized scope of practice;
   b. reviewing OMIG, OIG, or CMS audit Guidance for provider types to identify risk areas; and
   c. reviewing NYS Medicaid provider manuals and program requirements to establish parameters of operation by provider type.

6.2 A system in effect for self-evaluation of the risk areas identified in 6.1, including internal audits and, as appropriate, external audits.

There must be a system for self-evaluation of the risk areas identified in 6.1. Evidence of a system may include but is not limited to:
1. a written expectation for routine self-evaluation of identified risk areas;
2. documented results of self-evaluations;
3. a written expectation for internal and/or external audits of the identified risk areas;
4. documented results of internal and/or external audits;
5. a compliance work plan that identifies self-evaluation or auditing of identified risk areas; or
6. documented results of work plan activities.

6.3 A system in effect for evaluation of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2.

There must be a system for evaluation of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2. Evidence of a system may include but is not limited to:
1. written expectations for evaluation of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2.
2. documented results of evaluations. When self-evaluations and audits of compliance risk areas identified in 6.1 are conducted by individuals outside of the compliance function, the results of self-evaluations and audits should be shared with the compliance function.

3. evidence that risks are prioritized. This may include but is not limited to:
   a. identifying frequency of each risk;
   b. likelihood that the negative outcome will result;
   c. impact on the delivery of services;
   d. impact on other contracts and operations; or
   e. financial impact.

4. a compliance work plan that identifies evaluation of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2;

5. documented results of work plan activities; or

6. documented results of a root cause analysis of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2.
GUIDANCE: ELEMENT 7

Element 7 - A system for responding to compliance issues

18 NYCRR 521.3 (c):
… (7) a system for responding to compliance issues as they are raised; for investigating potential compliance problems; responding to compliance problems as identified in the course of self-evaluations and audits; correcting such problems promptly and thoroughly and implementing procedures, policies and systems as necessary to reduce the potential for recurrence; identifying and reporting compliance issues to the department or the office of Medicaid inspector general; and refunding overpayments; ....

Assessment form questions:
7.1 Written policies and procedures in effect that provide guidance on how potential compliance problems are investigated and resolved.
7.2 A system in effect for responding to all of the following:
a. compliance issues as they are raised; and
b. as identified in the course of audits and self-evaluations.
7.3 A system in effect for correcting compliance problems promptly and thoroughly.
7.4 A system in effect for implementing procedures, policies, and systems as necessary to reduce the potential for recurrence.
7.5 A system in effect for identifying and reporting compliance issues to the NYS Department of Health or the NYS Office of Medicaid Inspector General.
7.6 A system in effect for refunding Medicaid overpayments.

Minimum Requirements—the following must be present for each requirement in Element 7:

For requirements 7.2, 7.3, 7.4, 7.5, and 7.6, the best evidence of a system is a written description for each requirement. In the absence of a written description, evidence of a system for each requirement must be provided.

Additional Considerations:
The following are examples of additional systems for responding to compliance issues beyond the minimum requirements:

Evidence of a system may include but is not limited to:
1. A sufficient description of the system (e.g., verbal description, demonstration of a system, or description included in training materials) and evidence of the outcome of the system’s operation. Evidence of the outcome of the system’s operation may include but is not limited to:
a. logs that track activity (e.g., call logs);
b. work plans;
c. documentation and reports of audits and/or investigations;
d. plans of correction; or
e. documentation of refunded overpayments and/or self-disclosures.
2. Evidence of appropriate responses to reports of compliance issues, appropriate resolutions of compliance issues, and evidence of preparation and distribution of reports of compliance issues.
Guidance:

7.1 Written policies and procedures in effect that provide guidance on how potential compliance problems are investigated and resolved.

See Element 1 Guidance.

7.2 A system in effect for responding to all of the following:
   a. compliance issues as they are raised; and
   b. as identified in the course of audits and self-evaluations.

   1. There must be evidence identifying the issues being addressed in a reasonably diligent manner.
   2. There must be a system to investigate potential compliance problems. Activities for the investigation of potential compliance problems must include but are not limited to:
      a. A process to identify an appropriate investigator.
      b. How the investigation will be conducted (e.g., interviews, documentation reviews, and root cause analyses).
      c. Documentation of results.

7.3 A system in effect for correcting compliance problems promptly and thoroughly.

   1. There must be an expectation in the compliance program for correcting compliance problems promptly.
      a. BOC looks for whether there is evidence the problems are being promptly addressed.
      b. If corrections proceed ineffectually, that is an indication of not being prompt.
   2. There must be an expectation in the compliance program for correcting compliance problems thoroughly.
      a. BOC looks for whether there is evidence the problems are being thoroughly addressed.
      b. There must be an expectation that the matter will be effectively addressed as evidenced by plans of correction being completed or appropriately revised before the matter is considered closed.
   3. Examples of a system, that is in effect, include but are not limited to:
      a. Corrective action being implemented within a reasonable time following the completion of an investigation substantiating that a compliance problem exists.
      b. Compliance reports to the Executive or Governing Body on what corrective actions have been implemented and if the compliance problem was corrected in a reasonable time. Also, determine whether there was a follow up to see if the correction thoroughly addressed the specific issue.
      c. Plans of correction, action plans, strategic initiatives, or work plans following root cause analysis activities associated with compliance problems and the length of time it took to put the action in place, as well as evidence of any follow up to confirm the corrective action was effective.
      d. Meeting minutes for the compliance committee or another group that handles correcting compliance problems.
7.4 A system in effect for implementing procedures, policies, and systems as necessary to reduce the potential for recurrence.

1. There must be an expectation in the compliance program document for implementing procedures, policies, and systems as necessary to reduce the potential for recurrence.
2. If a system is said to exist but is not in writing, further inquiry is necessary. BOC looks for how the potential for recurrence is reduced.
3. BOC looks for the following:
   a. Evidence of root cause analyses associated with compliance problems are followed by the implementation of new compliance policies and procedures or control systems that attempt to prevent the recurrence of compliance problems.
   b. Work plan activities or evidence of internal/external audits that test to see if compliance problems have occurred.
   c. Meeting minutes for the compliance committee or another group that handles implementing procedures, policies, and systems as necessary to reduce the potential for recurrence.
   d. Changes to reporting relationships.

7.5 A system in effect for identifying and reporting compliance issues to the NYS Department of Health or the NYS Office of Medicaid Inspector General.

1. There must be an expectation in the compliance program document for identifying and reporting compliance issues specifically to DOH or OMIG.
2. If a system is said to exist but is not in writing, further inquiry is necessary. BOC looks for whether there have been any reports of compliance issues to DOH or OMIG.
3. Examples of reports of compliance issues include but are not limited to the following:
   a. evidence of reports of fraud, waste, and abuse;
   b. evidence of self-disclosures to DOH, OMIG, or MCOs;
   c. plans of correction that identify disclosure to DOH or OMIG as a step in the process; and
   d. a system that identifies what compliance issues should be reported.

7.6 A system in effect for refunding Medicaid overpayments.

1. There must be an expectation in the compliance program document for refunding Medicaid overpayments.
2. If a system is said to exist but is not in writing, further inquiry is necessary. BOC looks for whether there have been any self-disclosures of overpayments.
3. BOC looks for the following:
   a. Evidence of refunding overpayments through self-disclosure history, claim adjustments, or claim voids. Refunding of overpayments through self-disclosures may be made to OMIG as well as the NYS Attorney General, CMS, OIG, or MCOs.
   b. Evidence of the ACA process to address refunding of overpayments.

---

2 42 USC § 1320a-7k (d).
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GUIDANCE: ELEMENT 8

Element 8 - A policy of non-intimidation and non-retaliation

18 NYCRR 521.3 (c):
… (8) a policy of non-intimidation and non-retaliation for good faith participation in the compliance program, including but not limited to reporting potential issues, investigating issues, self-evaluations, audits and remedial actions, and reporting to appropriate officials as provided in sections 740 and 741 of the Labor Law.

Assessment form questions:
8.1 A policy of non-intimidation and non-retaliation for good faith participation in the compliance program, including but not limited to:
   a. reporting potential issues,
   b. investigating issues,
   c. self-evaluations,
   d. audits,
   e. remedial actions, and
   f. reporting to appropriate officials as provided in sections 740 and 741 of the NYS Labor Law.

Guidance:

8.1 There must be a policy of non-intimidation and non-retaliation for good faith participation in the compliance program, including but not limited to:
   a. reporting potential issues,
   b. investigating issues,
   c. self-evaluations,
   d. audits,
   e. remedial actions, and
   f. reporting to appropriate officials as provided in sections 740 and 741 of the NYS Labor Law.

1. Policies of non-intimidation and non-retaliation must be present.
2. Reference to reporting to appropriate officials as provided in sections 740 and 741 of the NYS Labor Law must be present.
3. The non-intimidation and non-retaliation policies may be a single policy or separate policies.
4. At minimum, there must be reference in the compliance plan document, or other policies or employee handbooks, to NYS Labor Law sections 740 and 741 in connection with non-intimidation and non-retaliation expectations.
5. If a policy is said to exist but is not in writing, further inquiry is necessary. The Required Provider must be able to describe the details of the policy of non-intimidation and non-retaliation. BOC looks for the following evidence of:
   a. allegations or cases of intimidation and/or retaliation and appropriate discipline in response to the allegations.
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b. discussions with the CO or HR Director related to allegations of intimidation and/or retaliation resulting from a good faith report or support for the compliance program.

c. any complaints of intimidation and/or retaliation by those that participate in the compliance program.
GUIDANCE: SEVEN AREAS

18 NYCRR 521.3 (a):
Every required provider shall adopt and implement an effective compliance program. The compliance program may be a component of more comprehensive compliance activities by the required provider so long as the requirements of this Part are met. Required providers' compliance programs shall be applicable to:
1. billings;
2. payments;
3. medical necessity and quality of care;
4. governance;
5. mandatory reporting;
6. credentialing; and
7. other risk areas that are or should with due diligence be identified by the provider.

Assessment form questions:

BOC does not include specific questions related to the Seven Areas in its Assessment form. However, the Seven Areas must be considered by Required Providers when evaluating and responding to risk areas in Elements 6 and 7. BOC assesses whether Required Providers are addressing all of the Seven Areas appropriately in questions for Elements 6 and 7.

Minimum Requirements—the following must be met:

1. Required Providers' compliance programs must have connectivity to all of the Seven Areas. BOC recognizes that some Required Providers may not have risks associated with all of the Seven Areas. However, BOC looks to see that Required Providers have considered each of the Seven Areas and made a determination of the applicability of the Seven Areas to their compliance program.
2. The items listed under each of the Seven Areas below are examples of how the risk area may apply to Required Providers' compliance functions. This is neither a required nor an exhaustive list.

Guidance:

18 NYCRR 521.3 (a)(1): Billings
1. Internal controls for documentation during data entry and billing.
2. Billing office internal audit results shared with compliance.
3. Conduct root cause analysis for persistent billing denials.
4. Conduct tracer audits for work being billed.
5. Self-assess if number and value of adjustments is accurate.
7. Involvement of CO in analysis of strengths and weaknesses.

18 NYCRR 521.3 (a)(2): Payments
1. Track and analyze any overpayments, underpayments, and denials.
2. Results of accounts receivable internal audits are shared with CO.
3. Conduct tracer audit for payments to assess accuracy of billing and resulting payments.
4. Determine if billing and payment system weaknesses are being identified and corrected as necessary.
5. Involvement of CO in analysis of strengths and weaknesses.

18 NYCRR 521.3 (a)(3): Medical necessity and quality of care
1. Develop compliance connectivity to quality oversight process as part of the reporting and control structures.
2. Conduct periodic tracers of care to assess if quality requirements are being met and provide reports to the compliance function.
3. Develop quality scorecards with resolution of outliers being reported to the compliance function.
4. Review documentation for completeness and appropriateness of entries.
5. Tracking and resolution of complaints from clients, patients, and family members.
6. Reporting of statistics and responses to aberrations of medical necessity and quality issues to the CO to be used for a control test for the effectiveness of the underlying control process.

18 NYCRR 521.3 (a)(4): Governance
1. Meaningful conflict of interest policy for Governing Body and management with reporting of unresolved conflicts.
2. Compliance function is connected to all management and Governing Body entities within the enterprise.
3. Include the Governing Body in compliance plan approval process and in setting compliance budget.
4. Include Governing Body in self-assessment and work plan process to include planning, tracking progress, and budgeting.
5. Governing Body oversight of the compliance program.
6. Frequency of compliance reports to the Governing Body.
7. Compliance training of the Governing Body and management.

18 NYCRR 521.3 (a)(5): Mandatory reporting
1. Report, repay, and explain all overpayments.
2. Required reporting of compliance issues for all Affected Individuals.
3. Required reporting of compliance issues to DOH and OMIG. Testing periodically on completeness of mandatory reporting of billing, payment, quality, and contractual issues.
4. Quality control of reporting to ensure accuracy and completeness of reports being made.
5. Ensure compliance with applicable mandatory reporting obligations:
   a. annual SSL certification;
   b. annual DRA certification;
   c. SADC certification; and/or
   d. other regulatory and program reporting.

18 NYCRR 521.3 (a)(6): Credentialing
1. Regularly check accuracy and comprehensiveness of credentialing process.
   a. Identify Affected Individuals who must be credentialed.
   b. Include normal credentialing considerations like primary source verification and licenses.
2. Regularly check the excluded party lists and take appropriate action if Affected Individuals are on those lists. CMS and BOC recommend checking the excluded party lists monthly.
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18 NYCRR 521.3 (a)(7): Other risk areas that are or should with due diligence be identified by the provider.

1. Determine if your compliance program is covering all risk areas specific to your provider type. BOC recommends Periodic and routine self-assessments and gap analyses because at any particular point in time, risks may change.

2. Assess affiliates’ program integrity. Commitments that affiliates (non-employees) are making to the Required Provider will require some level of audit and investigative expertise and activity.

3. Stratify risks within the compliance program. BOC recommends that Required Providers rank risk areas based upon frequency, severity, impact, etc. and address the ones that create the most exposure.

4. Expand risk areas based upon compliance program history and its operations. As compliance issues are identified and resolved, they should be considered risks to be addressed in the future or the resolution tested to be sure that it resolved the problem needing attention. The analysis should include the other six areas discussed above.

5. For associates (non-employees) that provide Medicaid reimbursable services through the Required Provider, determine if they are independently required to have a compliance program and if they have met the annual certification obligation.

6. Monitor compliance with annual certification obligation for associates, if any.
COMPLIANCE PROGRAM SELF-ASSESSMENT FORM

INSTRUCTIONS

1. When completing the “Meets Requirement” column, identify whether the Provider’s compliance program is meeting or not meeting the requirement, and indicate “Yes” or “No” respectively.

2. When completing the “Evidence of Compliance” column in the chart on the following pages, all responses should include specific citations to the documents as well as text that provide evidence that your response meets the requirement. Include all of the following:
   a. document name
   b. page number
   c. section / paragraph of the text that supports your response

Listing only the document that provides the evidence is not sufficient.

If the Provider is not meeting the requirement, indicate “No”, and use the “Evidence of Compliance” column to set out Provider’s plan of correction and completion milestones.

3. In selected areas of the “Evidence of Compliance” column, suggestions and specific information for what the Provider can consider when assessing whether Provider is meeting the requirement are noted in italics, as well as specific information to be considered in assessing the item. The Provider’s response should be to the requirement and not solely to the suggestion.

4. Providers are encouraged to add questions to the form to address specific compliance program issues that they may face. It is not recommended that Providers remove questions from this form.

*Do not send the completed Compliance Program Self-Assessment Form to OMIG unless specifically requested by OMIG.*
## COMPLIANCE PROGRAM SELF-ASSESSMENT FORM

Name of Medicaid Provider:  
Medicaid Provider IDS(s) #:  
Federal Employee Identification Numbers (FEIN) associated with Medicaid billings:  
Person Completing Assessment:  
Title of Person Completing Assessment:  
Date Assessment Completed:  

<table>
<thead>
<tr>
<th>Requirement</th>
<th>Meets Requirements</th>
<th>Provider’s Evidence of Compliance or Action Required</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Yes</td>
<td>No</td>
</tr>
</tbody>
</table>

**Element 1: Written policies and procedures**

1.1 Do you have written policies and procedures in effect that describe compliance expectations as embodied in a code of conduct or code of ethics?  

1.2 Do you have written policies and procedures in effect that implement the operation of the compliance program?
<table>
<thead>
<tr>
<th>Requirement</th>
<th>Meets Requirements</th>
<th>Provider's Evidence of Compliance or Action Required</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.3 Do you have written policies and procedures in effect that provide guidance on dealing with potential compliance issues for all of the following groups: a. employees; and b. others?</td>
<td>Yes/No</td>
<td>“Others” for purposes of this requirement should be defined to include all those individuals that are not employees that are subject to the Compliance Program. This includes, but may not be limited to: executives, governing body members, appointees, and persons associated with the provider.</td>
</tr>
</tbody>
</table>

**Element 2: Designate an employee vested with responsibility**

<table>
<thead>
<tr>
<th>2.1 Has a designated employee been vested with responsibility for the day-to-day operation of the compliance program?</th>
<th>Identify the designated employee, and include evidence to support that the person has been vested with responsibility.</th>
</tr>
</thead>
<tbody>
<tr>
<td>2.2 Are the designated employee’s (referred to in 2.1) duties related solely to compliance?</td>
<td>Include a job description for all duties of the designated employee.</td>
</tr>
<tr>
<td>2.3 Are the compliance responsibilities satisfactorily carried out?</td>
<td>Provide evidence of your assessment of whether the compliance duties are being satisfactorily carried out.</td>
</tr>
<tr>
<td>2.4 Does the designated employee (referred to in 2.1) report directly to the entity’s chief executive or other senior administrator?</td>
<td>Specify the reporting relationship and provide a copy of an organizational chart. If the designated employee does not report to the chief executive, provide proof that the chief executive has designated the senior administrator to whom the employee reports.</td>
</tr>
<tr>
<td>2.5 Does the designated employee (referred to in</td>
<td>Specify the reporting relationship and the frequency of the reporting.</td>
</tr>
<tr>
<td>Requirement</td>
<td>Meets Requirements</td>
</tr>
<tr>
<td>-------------</td>
<td>-------------------</td>
</tr>
<tr>
<td>2.1) periodically report directly to the governing body on the activities of the compliance program?</td>
<td>Yes</td>
</tr>
</tbody>
</table>

**Element 3: Training and education**

<table>
<thead>
<tr>
<th>Requirement</th>
<th>Meets Requirements</th>
<th>Provider's Evidence of Compliance or Action Required</th>
</tr>
</thead>
<tbody>
<tr>
<td>3.1 Is periodic training and education on compliance issues, expectations and the compliance program operation provided to all of the following categories of affected individuals: a. employees; b. executives; c. governing body members; and d. persons associated with the provider?</td>
<td>Yes</td>
<td>Also define the timing of the periodic training, and identify any categories of affected individuals that do not receive training and education, if any.</td>
</tr>
<tr>
<td>3.2 Is compliance training part of the orientation for all of the following categories of affected individuals: a. employees; b. executives; c. governing body members; and d. persons associated with the provider?</td>
<td>Yes</td>
<td>Also define when orientation occurs, and any categories of affected individuals that do not receive orientation, if any.</td>
</tr>
<tr>
<td>Requirement</td>
<td>Meets Requirements</td>
<td>Provider's Evidence of Compliance or Action Required</td>
</tr>
<tr>
<td>-------------</td>
<td>------------------</td>
<td>--------------------------------------------------</td>
</tr>
</tbody>
</table>

**Element 4: Lines of communication to the responsible compliance position**

| 4.1 | Are there written policies and procedures that identify how to communicate compliance issues to appropriate compliance personnel? |  |
| 4.2 | Are there lines of communication to the designated employee referred to in item 2.1 that allow compliance issues to be reported and which are accessible to all of the following categories of affected individuals:  
   a. employees;  
   b. executives;  
   c. governing body members; and  
   d. persons associated with the provider? | Also Identify any categories of affected individuals that do not have access to the lines of communication identified. |
<p>| 4.3 | Is there a method for anonymous and confidential good faith reporting of potential compliance issues as they are identified for all of the following categories of affected individuals: | Also Identify any categories of affected individuals that do not have access to the lines of communication identified. |</p>
<table>
<thead>
<tr>
<th>Requirement</th>
<th>Meets Requirements</th>
<th>Provider's Evidence of Compliance or Action Required</th>
</tr>
</thead>
<tbody>
<tr>
<td>a. employees; b. executives; c. governing body members; and d. persons associated with the provider?</td>
<td></td>
<td>For each response - Include specific citations to the documents and text that meets the requirement</td>
</tr>
</tbody>
</table>

**Element 5: Disciplinary policies to encourage good faith participation**

5.1 Do disciplinary policies exist to encourage good faith participation in the compliance program by all of the following categories of affected individuals: a. employees; b. executives; c. governing body members; and d. persons associated with the provider?

| 5.1 |  | Also identify any categories of affected individuals not covered by the disciplinary policies. |

5.2 Are there policies in effect that articulate expectations for reporting compliance issues for all of the following categories of affected individuals: a. employees; b. executives; c. governing body

<p>| 5.2 |  | Also identify any categories of affected individuals not covered by the policies. |</p>
<table>
<thead>
<tr>
<th>Requirement</th>
<th>Meets Requirements</th>
<th>Provider's Evidence of Compliance or Action Required</th>
</tr>
</thead>
<tbody>
<tr>
<td>members; and d. persons associated with the provider?</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
| 5.3 Are there policies in effect that articulate expectations for assisting in the resolution of compliance issues for all of the following categories of affected individuals:  
  a. employees;  
  b. executives;  
  c. governing body members; and  
  d. persons associated with the provider? | Yes                | Also identify any categories of affected individuals not covered by the policies.                                                                                                                                                                    |
| 5.4 Is there a policy in effect that outlines sanctions for failing to report suspected problems for all of the following categories of affected individuals:  
  a. employees;  
  b. executives;  
  c. governing body members; and  
  d. persons associated with the provider? | No                 | Also identify any categories of affected individuals not covered by the policy.                                                                                                                                                                       |
<p>| 5.5 Is there a policy in effect                                                                                                                            |                    | Also identify any categories of affected individuals not covered by the policy.                                                                                                                                                                       |</p>
<table>
<thead>
<tr>
<th>Requirement</th>
<th>Meets Requirements</th>
<th>Provider’s Evidence of Compliance or Action Required</th>
</tr>
</thead>
<tbody>
<tr>
<td>that outlines sanctions for participating in non-compliant behavior for all of the following categories of affected individuals: a. employees; b. executives; c. governing body members; and d. persons associated with the provider?</td>
<td></td>
<td>For each response - Include specific citations to the documents and text that meets the requirement</td>
</tr>
<tr>
<td>5.6 Is there a policy in effect that outlines sanctions for encouraging, directing, facilitating or permitting non-compliant behavior for all of the following categories of affected individuals: a. employees; b. executives; c. governing body members; and d. persons associated with the provider?</td>
<td>Yes No</td>
<td>Also identify any categories of affected individuals not covered by the policy.</td>
</tr>
<tr>
<td>5.7 Are all compliance-related disciplinary policies fairly and firmly enforced?</td>
<td></td>
<td>Also list all policies in effect that support your answer and Identify circumstances where compliance-related discipline was enforced.</td>
</tr>
<tr>
<td>Requirement</td>
<td>Meets Requirements</td>
<td>Provider's Evidence of Compliance or Action Required</td>
</tr>
<tr>
<td>---------------------------------------------------------------------------</td>
<td>--------------------</td>
<td>------------------------------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td><strong>Element 6: A system for routine identification of compliance risk areas</strong></td>
<td></td>
<td>For each response - Include specific citations to the documents and text that meets the requirement</td>
</tr>
<tr>
<td>6.1 Do you have a system in effect for routine identification of compliance risk areas specific to your provider type?</td>
<td>Yes/No</td>
<td>Also reference documents in which you’ve identified your risk areas.</td>
</tr>
<tr>
<td>6.2 Do you have a system in effect for self-evaluation of the risk areas identified in 6.1, including internal audits and as appropriate external audits?</td>
<td>Yes/No</td>
<td>Also reference any documents in which you have identified compliance work plans and/or audit plans.</td>
</tr>
<tr>
<td>6.3 Do you have a system in effect for evaluation of potential or actual non-compliance as a result of audits and self-evaluations identified in 6.2?</td>
<td>Yes/No</td>
<td>Also reference documents that outline your system for evaluating the cause of compliance problems.</td>
</tr>
<tr>
<td><strong>Element 7: A system for responding to compliance issues</strong></td>
<td></td>
<td>For each response - Include specific citations to the documents and text that meets the requirement</td>
</tr>
<tr>
<td>7.1 Do you have written policies and procedures that provide guidance on how potential compliance problems are investigated and resolved?</td>
<td>Yes/No</td>
<td>Also reference documents that outline your system for responding to actual or potential compliance issues.</td>
</tr>
<tr>
<td>7.2 Is there a system in effect for responding to all of the following:</td>
<td>Yes/No</td>
<td>Also reference documents that outline your system for responding to actual or potential compliance issues.</td>
</tr>
<tr>
<td>Requirement</td>
<td>Meets Requirements</td>
<td>Provider's Evidence of Compliance or Action Required</td>
</tr>
<tr>
<td>-------------</td>
<td>--------------------</td>
<td>-----------------------------------------------</td>
</tr>
<tr>
<td></td>
<td>Yes</td>
<td>No</td>
</tr>
<tr>
<td>a. compliance issues as they are raised; and b. as identified in the course of audits and self-evaluations?</td>
<td></td>
<td></td>
</tr>
<tr>
<td>7.3 Is there a system in effect for correcting compliance problems promptly and thoroughly?</td>
<td></td>
<td></td>
</tr>
<tr>
<td>7.4 Is there a system in effect for implementing procedures, policies and systems as necessary to reduce the potential for recurrence?</td>
<td></td>
<td></td>
</tr>
<tr>
<td>7.5 Is there a system in place for identifying and reporting compliance issues to the NYS Department of Health or the NYS Office of Medicaid Inspector General?</td>
<td></td>
<td></td>
</tr>
<tr>
<td>7.6 Is there a system in place for refunding Medicaid overpayments?</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Element 8: A policy of non-intimidation and non-retaliation**

<p>| 8.1 Is there a policy of <strong>non-intimidation</strong> and <strong>non-retaliation</strong> for good faith participation in the |        |        |
|---------------------------------------------------------------|---------------------------------------------------------------|
|                                                              | <em>Both Non-intimidation and Non-retaliation must be present.</em> |</p>
<table>
<thead>
<tr>
<th>Requirement</th>
<th>Meets Requirements</th>
<th>Provider's Evidence of Compliance or Action Required</th>
</tr>
</thead>
<tbody>
<tr>
<td>compliance program, including but not limited to reporting potential issues, investigating issues, self-evaluations, audits and remedial actions, and reporting to appropriate officials as provided in Sections 740 and 741 of the New York State Labor Law?</td>
<td>Yes</td>
<td>For each response - Include specific citations to the documents and text that meets the requirement</td>
</tr>
</tbody>
</table>